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Introduction
Purpose

The purpose of this guide is to provide interim business rules and guidance on how Department Of Navy (DON) Business Systems will be reviewed and obtain Pre-Certification or Certification from the DON Chief Information Officer (DON CIO) in order to obtain final approval from the Defense Business System Management Committee (DBSMC) via one or more Investment Review Boards (IRBs). 

Requirement

The Business Mission Area (BMA), as part of the Business Management Modernization Program (BMMP), has established criteria and a process for reviewing and certifying development and modernization (Dev / Mod) of Business Systems as required by the National Defense Authorization Act of 2005.  BMMP has defined four Tiers of systems that define what level of review or certification will be required.  These Tiers are defined as:

· Tier 1 = Systems designated as Acquisition Category (ACAT) IAM or IAC 

· Tier 2 = from $10M of Dev / Mod funding to less than the Major Automated Information System (MAIS) threshold (currently $32M) or Certification Authority (CA) Interest or Enterprise Level

· Tier 3 = from greater than $1M of Dev / Mod funding to less than $10M

· Tier 4  = All other systems (i.e. those spending $1M or less of Dev / Mod funding, including none for Dev / Mod).
Note: The scope for calculating the dollar threshold for each Tier is currently under review.  It is unlikely that the scope will be a single year.  The scope will either be defined as the lifecycle of the system, or as the sum of the Current Year and the out years in the Future Years Defense Program (FYDP).  Until BMA promulgates an official definition and scope of the Tiers, use the Current Year plus out years of the FYDP to determine which tier a given system is in.  This is subject to short notice change.

The BMA process requires that the DON pre-certify all Tier 1, 2 and 3 Business Systems prior to submission to the IRBs / DBSMC for final Certification.  The BMA published their Department of Defense (DoD) Business Investment Review Package Development Guidance that provides specific description of and clarification to the content questions that must be addressed in the Certification Package.  

Business System is defined in the “Investment Review Process Overview and Concept of Operations For Investment Review Boards.”  This definition is intentionally very broad in scope to ensure that all systems are reported.  The DON has interpreted of the definition into a set of criteria that can be applied in a given situation: Software with either dedicated hardware or external connectivity requirements.  Some examples of Business systems are: a Microsoft Access database stored on a shared network server that is used by multiple people to share information; a software application that is wholly loaded on an individual’s desktop yet also sends and receives information from other systems; a software package that runs on dedicated hardware (desktop or server) that does not communicate with other systems or server based software that individuals access via client software, terminal emulators or via the web.  The definition covers systems “operated by, for, or on behalf of the Department of Defense,” i.e. systems bought incident to a larger procurement (maintenance or material management systems developed as part of a platform).

Major pieces of a Family-of-Systems, System-of-Systems, Umbrella or Platform (modules / subsystems) must be individually registered in DITPR-DON.  Each of the modules / subsystems should indicate that they are part of a bigger entity registered in DITPR-DON via the Related System field in DITPR-DON.  

Process Summary

This process begins with the Program Managers, who will register their system in DoD Information Technology Portfolio Repository-DON version (DITPR-DON), complete all data elements required for the Tier of the system they are registering, attach all documents required for Certification in DITPR-DON and identify all funding for their system in Program Budget Information System - Naval Information Technology Exhibits/Standard Reporting Program/Budget System-web (PBIS - NITE/STAR-web).  As applicable, their Echelon II CIO, Functional Area Manager (FAM) and Budget Submitting Office (BSO) will assist and review their submission.  The Echelon I FAMs and Deputy DON CIO (DDON CIO) (Navy and Marine Corps) will then review the system’s functional, technical and budget information and attachments in DITPR-DON and PBIS(NITE/STAR-web).  Each Lead FAM and Service will recommend or not recommend that DON CIO Pre-Certify a Tier 1 – 3 system or will Certify the Tier 4 system.  DON CIO will then Pre-Certify the Tier 1 – 3 systems.  In coordination with the DDON CIOs, the DON CIO will submit the Pre-Certified Tier 1 – 3 systems to the Investment Review Board Portal for IRB Certification and DBSMC Approval.  As necessary, DON CIO will also forward the list of Certified Tier 4 systems for IRB review.  Please see Appendix A for a graphical depiction of the process.

There may be cause for a system to obtain multiple certifications during a single fiscal year (any increase of the certified dev / mod funding by more than $1M).  In each case the system must obtain IRB Certification and DBSMC Approval for the increased dev / mod funding (for example: If system X has a $5M dev / mod budget for FY06 and obtained DBSMC Approval, then during Mid Year Review they obtain an additional $2.5M dev / mod funds for FY06, system X must obtain a certification for the $2.5M prior to obligating it).

Certification Timelines for Tier 1, 2 or 3 Systems

The DON goal is to obtain FY06 certification and approval for all Tier 1, 2 and 3 systems during the September IRB and DBSMC.  In order to meet that goal, we need all data elements in DITPR-DON completed, funding identified in PBIS(NITE/STAR-web) and all attachments loaded into DITPR-DON by no later than 19 August 2005.  This leaves two weeks for the Echelon I FAM, Service and DON CIO to coordinates questions on system submissions, complete package reviews, forward package to USD(AT&L) portal for inclusion in the September IRB.  This is not a lot of time, so System Owners and Echelon II representatives should involve the appropriate Echelon I FAMs while they are entering their information into DITPR-DON and PBIS(NITE/STAR-web).  If a Tier 1, 2 or 3 system is not able to complete this process prior to the submission deadline for the September 2005 scheduled IRBs and DBSMC there will be later IRBs and DBSMCs to obtain the required Certification and Approval.  

Once a system’s information is entered into DITPR-DON, future certification calls should only require a review and update to ensure that everything is still accurate.  This will make future Certification cycles easier.

Bottom Line

The bottom line is that if the sum of a system's planned Development / Modernization funding across the lifecycle (FYDP) is greater than $1M and it spends any development / modernization funding without obtaining IRB Certification and DBSMC Approval, then those authorizing the expenditure or obligation are in violation of the Anti-Deficiency Act (ADA).  To help prevent ADA violations, Dev / Mod funds for a given fiscal year will not be available for obligation until after DBSMC approval is obtained.
DoN BMMP Pre-Certification Workflow

General Information

The DBSMC has documented the IRB system investment certification process in the “Investment Review Process Overview and Concept of Operations For Investment Review Boards,” dated 2 June 2005 and “DoD Business Systems Investment Review Proposal Submission Guideline,” version 07 15 05.  The “DoN BMMP Pre-Certification Workflow” diagram, included in Appendix A, depicts the DON process that will feed the BMA IRB Certification process.  The sections following describe the various steps in the DoN Process.

In summary, the DON Pre-Certification / Certification process for each tier is as follows:

Tier 1 – In the fiscal year that these systems have a Milestone review scheduled, their IRB Review will be incorporated into the Milestone review.  In the fiscal years that they do not have a Milestone review scheduled, they will follow the Tier 2 certification process.

Tiers 2 & 3 – These systems must complete the following:

1. Register the system in DITPR-DON and enter all required system information, 

2. Each system must be individually identifiable in the DON IT Budget tool, PBIS(NITE/STAR-web) system, (via a unique AIS / EXT code combination), primarily accomplished by the BSO within the USN and HQMC within the USMC and 

3. Each system must be individually identifiable in the DOD IT Budget (via a unique Budget Identification Number (BIN)), accomplished by FMB.

Tier 4 – These systems must complete only a portion of the original DITPR-DON data elements (which are not yet defined by OSD).  They must also be individually identifiable in the PBIS(NITE/STAR-web) system (via a unique AIS / EXT code combination).

Note:  The attachments required for Tier 1, 2 or 3 Certification Packages are: Defense Business Systems Certification Dashboard (required), Interim Authority to Operate (IATO) / Authority to Operate (ATO) (required, if completed), DITSDCAP Certification (required) and Clinger-Cohen Act Certification (required).  Others may be included.

DITPR-DON will be used as both the DoN data collection and work flow tool.  A signed memoranda requesting for Pre-Certification from Program Managers or Echelon II on organizational letterhead (Attachment C) is required.  All BMMP system’s information that must be entered into DITPR or the IRB Portal that is part of a system’s Pre-Certification Package will be collected internally by the DoN in DITPR-DON and, once ready, it will be loaded into the appropriate location as defined by the DBSMC.  There are copies of the IRB CONOPS, Package Guidance, Defense Business Systems Certification Dashboard and other attachments posted in DITPR-DON.

Web addresses:

DITPR-DON:  https://www.dadms.navy.mil
PBIS(NITE/STAR-web):  https://webload.secnav.navy.mil/nitestar/index.php 
Step 1: DoN Budget Process

A. The authoritative source for the DoN IT Budget is PBIS(NITE/STAR-web).  In order to support system certification, all business systems must be identified in PBIS(NITE/STAR-web) with a unique AIS and EXT code regardless of their size, cost or criticality.  This will allow the DoN to accurately determine which systems qualify as Tiers 1, 2 and 3 and, therefore, require review by the IRBs and DBSMC for Certification.  IT System’s budget information will only be collected via PBIS(NITE/STAR-web).

1. Program Managers must work with their BSO to register their system or systems in PBIS(NITE/STAR-web)PBIS(NITE/STAR-web).  FMB will accept changes to PBIS(NITE/STAR-web) to ensure that all Tier 1, 2 and 3 systems are identifiable.

2. In PR 07 and future budget submissions, all Tier 1, 2 and 3 systems must have their own AIS / EXT in PBIS(NITE/STAR-web) and BIN in the OSD IT budget repository.

3. All Tier 4 systems must be identifiable in PBIS(NITE/STAR-web) with their own AIS / EXT.  Currently, Tier 4 systems are not required to be identifiable in the OSD IT budget, however, this is subject to change.

4. Together, BSOs and Echelon II CIOs must ensure that all Business IT systems are individually identified in PBIS(NITE/STAR-web).

5. BSOs must work with the Office of Budget (FMB) if the amount of the modernization request is greater (in any appropriation of fiscal year) than the amount identified in PBIS(NITE/STAR-web).

6. The definition of dev / mod in the DoD Business Systems Investment Review Proposal Submission Guideline is different from the definition in the DOD Financial Management Regulation (FMR), Volume 2B.  The DoD FMR is the authoritative source for defining dev / mod and should be used in the case that the two disagree.  The DoD FMR defines dev /mod as follows: 

Also referred to as development/modernization/ enhancement. Any change or modification to an existing Information System (IS), program, and/or initiative that results in improved capability or performance of the baseline activity. Improved capability or performance achieved as a by-product of the replacement of broken IT equipment to continue an operation at the current service levels is not categorized as Development/Modernization. Development/Modernization includes: (1) program costs for new applications and infrastructure capabilities that are planned or under development; (2) any change or modification to existing applications and infrastructure capabilities which is intended to result in improved capability or performance of the activity. These changes include (a) all modifications to existing operational software (other than corrective software maintenance); and (b) expansion of existing capabilities to new users; (3) changes mandated by Congress or the Office of the Secretary of Defense; (4) personnel costs for Project Management
Note: Per FMB direction, Dev / Mod activities are to only be funded from these appropriations: Research, Development, Test & Evaluation, Navy (RDTEN), Other Procurement, Navy (OPN), Ship Construction, Navy (SCN), Aircraft Procurement, (APN), Weapons Procurement, Navy (WPN), Procurement, Marine Corps (PMC), and Navy Working Capital Fund, Capital Purchase Program (NWCF CPP). (Paragraph 7 of enclosure (1) to DON CIO IT Budget Guidance Memo 23 May 2001).  Please work with your BSO to ensure that your system is in compliance with this direction.

Step 2: Transfer of Budget Data into DITPR-DON

A. Currently, DON CIO or one of the Deputy DON CIOs pull the required budget detail (specified in Appendix D) from PBIS(NITE/STAR-web) so that it can be loaded into DITPR-DON.  This manual upload process will be replaced by an automated transfer capability in the future (no timeline as of now).  

B. How to find Business IT funding in PBIS(NITE/STAR-web):

Business systems are defined as IT (vice NSS) systems reported under the IT Budget Global Information Grid (GIG) category, Functional Area Applications.  Business systems undergoing Dev / Mod may be identified in the IT Budget via NITE/STAR-web > Reports > Global Information Grid Reporting Areas, by clicking on 'Select GIG' button, clicking on the box next to 'FA Functional Area Applications', clicking radio button, 'IT Development/Modernization Cost', and clicking 'Run GIG Report'.
Step 3: Program Manager / Echelon II DITPR-DON Actions

In the Marine Corps, the Program Manager will take these actions.  In the Navy, these actions will be taken by a combination of the Program Manager, the Echelon II FAM, CIO and BSO.

A. If no DITPR-DON record exists for a given system and 

a. there is a DON IT Registry record, then request DON CIO, ACNO(IT) or HQMC C4 add the system to DITPR-DON,

b. there is no DON IT Registry record, then the Program Manager or Echelon II creates a new record via the DITPR-DON welcome page.

B. Enter program data into DITPR-DON 

a. For Tier 1, 2 and 3 systems, enter information on all (original and new) DITPR-DON data elements

b. For Tier 4 systems, a subset of the original data elements will be required, but this subset has not yet been defined by OSD.

C. Complete Defense Business System Certification Dashboard and post it and other attachments to DITPR-DON. 

D. Verify budget data pulled into DITPR-DON from PBIS(NITE/STAR-web).

E. Sign off that Program Manager / Echelon II actions are complete by:

a. Completing certification specific information in the workflow portion of DITPR-DON

b. Obtain signed Echelon II Request for Pre-Certification Memo (Appendix C) and save PDF version of memo in workflow portion of DITPR-DON

c. Echelon II check the Program Manager / Echelon II box in the workflow portion of DITPR-DON signifying that the given system is ready for certification.

Note:  See DoN Specific Package Guidance (later in this document) for guidance on how to complete the architectural requirements of the BMMP Certification Package.

Step 4: Echelon I FAM and Service DITPR-DON Actions
The Lead Echelon I FAM for each Core Business Mission Areas (CBMA) and Service Lead (ACNO(IT) for Navy and the HQMC C4 for USMC) actions will be performed in parallel.

A. CBMA Lead FAM actions:

a. Functionally review DITPR-DON and proposed Certification package for systems for which their IRB is lead or a stakeholder

b. Coordinate with other Lead FAMs on systems submitted with your CBMA as stakeholder

c. Ensure that each system fits into their plan as either a Legacy, Interim or Core system:

i. Ensure IT / Business process alignment (i.e., this system supports a required capability / functionality)

ii. Validate IT requirements 

d. Consolidate Stakeholder FAMs review of and input on systems for which their CBMA is the Lead.  

e. Liaison and pre-coordinate with representatives from the Lead and Stakeholder CBMAs: 

i. Identify the Tier 1, 2 and 3 systems being proposed for Certification to each IRB.

ii. Begin discussions of potential problems before Pre-Certification package is delivered.

iii. Convey Lead and Stakeholder IRB concerns to DON CIO, Service Leads and Echelon II’s and Program Managers.

iv. Coordinate system submissions scheduling with Lead CBMAs

f. Validate system information, budget information and Certification package in DITPR-DON.

g. Recommend whether or not DON CIO should pre-certify each Tier 1, 2 or 3 system.  Certify their Tier 4 systems.  Sign-off system by checking FAM review box.

B. Service Lead (ACNO(IT) and HQMC C4) actions:

a. Verify system architecture compliance against the Business Enterprise Architecture

b. Review Information Assurance information

c. Ensure that cross FAM coordination is effective and sufficient

d. Endorse system information, budget information and Certification package in DITPR-DON.

e. Recommend whether or not DON CIO should pre-certify Tier 1, 2 and 3 systems or indicate concurrence with FAM certified Tier 4 systems.  Sign-off system by checking Service Lead review box.

Step 5: DON CIO Actions

A. Ensure that Cross SECNAV FAM coordination is effective and sufficient.

B. Pre-certify all Tier 1, 2 and 3 systems recommended for certification by both Lead FAM and Service Lead.
C. Certify all Tier 4 systems recommended for certification by both Lead FAM and Service Lead.

D. Load Certification packages into USD(AT&L) Portal and systems information into DITPR for all Tier 1, 2 and 3 systems.

IRB and DBSMC Feedback
A. IRB requests for clarification / information will be sent to DON CIO and forwarded, as appropriate, to the Service Lead, Program Manager, Echelon II CIO, and FAM identified in DITPR-DON.

B. Responses to IRB queries will be coordinated internally and forwarded to the IRB by the DON CIO.  Modifications to packages should be captured in DITPR-DON.

C. DBSMC decisions will be posted on the USD(AT&L) portal and DITPR and pulled into DITPR-DON .

DoN Specific Package Criteria Guidance

DON Guidance on Complying with BMMP Architecture Requirements

This section contains the DON guidance for complying with the architecture requirements of the DoD Business Management Modernization Program (BMMP). The DOD Business Systems Investment Review Proposal Submission Guideline identifies the following six architecture compliance items:   

G-1 Identify the activities or capabilities (DoD enterprise and/or Component) supported by this system modernization or enhancement initiative.

G-2 Are the activities or processes identified in question G-1 aligned with the activities listed in the DoD Business Enterprise Architecture (BEA) or Component activities aligned to the BEA?  

G-3 Is the Program/Initiative required to achieve a BEA objective? If yes, identify the BEA objective(s).

G-4 Is the Program/Initiative compliant with the Business Enterprise and Component Architectures?  If not, justify.

G-5 Does this initiative comply with the applicable technical environment established by the DoD BEA TV-1?  If not, and this initiative is part of the BEA, does its migration plan reflect future compliance.

G-6 Are the System interfaces identified and schedules aligned?

G-7 Does the System have a current DODAF compliant architecture

DITPR-DON will be used to auto-populate the workbook avoiding the need to enter data more than once. 

Question G-1: DITPR-DON will contain the entire DON activity model (OV-5), and will support the online mapping of Systems to operational activities.  PM’s should map their Systems to the activities identified in the DON OV-5 contained in DITPR-DON.  The DON CIO will maintain a mapping of DON level activities to BEA activities.  

A DON level OV-5 is under development and will be available in DITPR-DON beginning 8 August 2005 to facilitate a standard approach for programs to map their Systems to the appropriate operational activity in the DON OV-5.  

Question G-2:  The DITPR-DON contains the DON OV-5 that is mapped to the activities of the BEA. If you map to an activity in the DON OV-05 that is not an activity contained in the BEA than answer NO to this question. 

Question G-3:  The PCA is continuing to work with DOD to clarify the purpose of this question.  Currently PM’s should select YES or NO and if Yes select one of the sub categories that best fits the general objectives of the System.

Question G-4: This question asks PM’s to demonstrate that a program is both compliant with the Component architecture (DON architecture) and the BEA.  Compliance with the DON architecture is achieved by:

Mapping a System within DITPR-DON to the DON OV-5, 

Identifying the technical standards the program implements, and 

Identification of the DADMS ID number for all applications associated with the system.

Because BEA version 3.0 is not scheduled for release until the end of September, PM’s should review the lists of policies provided by the applicable Investment Review Boards (IRB) (listing contained at the end of this section) and judge the System’s compliance with this current set of IRB provided policies.  If the System does not implement or otherwise support this set of policies than a complete justification is required

Question G-5:  DITPR-DON contains the BEA TV-1. PM’s should select within DITPR-DON the appropriate set of standards implemented by the System.  In the case where the System implements a standard not contained within the TV-1, answer NO to the question and list the additional standards implemented by the System and provide an explanation of how the System plans to migrate towards compliance with the BEA TV-1. 

Question G-6:  Confirm if the System has any interface dependencies with other Systems and that the development and fielding schedules for these Systems are in alignment.

Question G-7:  Answer YES to this question if the System has developed architecture products and if the products are compliant with the DODAF framework

Each System should review the following guidance and use the applicable guidance to evaluate compliance with the BEA and to answer question G-4: 


Current interim standardized conditions are listed below for the AT&L Core Business Missions supporting Weapon Systems Lifecycle Management (WSLM) and Materiel Supply & Services Management (MS&SM) 
· The Component’s Business System Investments must comply with the DoD Transition Plan. The DoD Transition Plan is located on the BMMP Portal at https://spsbmmp.dfas.mil.  Business Enterprise Priority (BEP) requirements. (To be provided to Components under separate cover.) 

· The Component’s Business System Investments must comply with the 22 December 2003 memorandum signed by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics, with the subject “Migration to the Defense Logistics Management Standards (DLMS) and Elimination of Military Standard Systems (MILS),” that requires that by 1 January 2005 “all information exchanges among DoD systems shall use the DLMS ANSI ASC X12 or equivalent XML schema for all business processes supported by the DOD 4000.25 series of manuals.”  This business system should migrate from MILS technology immediately.  

· The Component’s Business System Investments must comply with the memorandum signed on 14 July 2004 by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics, with the subject “Standard Procurement System Deployment” wherein the “SPS/PD2 is the interim state solution for contract writing capabilities within the Acquisition Domain.” It is expected that all Military Service specific resource planning systems will interface with SPS and not duplicate SPS functionality.

· The Component’s Business System Investments must comply with the memorandum signed on 14 July 2004 by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics, with the subject “Acquisition Domain Transition Planning” wherein each Military Department and Defense Agency will transition to the interim state solutions no later than October 31, 2005 and to ensure that Military Department and Defense Agency Plans are provided as requested.  

· The Component must continue to work with the Supply Chain Systems Transformation Directorate (SCST) in determining an appropriate interface to Wide Area Workflow (WAWF) for receipts and acceptance. 

· The Component must develop a plan to comply with all OSD enterprise business rules for intra-governmental transactions.

· The Component’s Business System Investments must also meet the requirements specified by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics related to UID IAW in DFARS 211.274-1 to 211.274-4, "Unique Item Identification and Valuation."

· The Component’s Business System Investments must meet the requirements specified by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics for the implementation of RFID as contained in the “Radio Frequency Identification (RFID) Policy” signed 30 July 2004.
· The Component’s Business System Investments must comply with the memorandum signed on 08 June 2005 by the Director of Acquisition, Resources and Analysis, with the subject “Military Equipment Valuation Project Business Rules” wherein the business rules for the military valuation process methodology are to be established by phase, with the initial baseline phase to be completed by end of FY2006.  ‘Mid-term’ rules (with associated rationale and source material) will be applied to acquisition occurring in FY2007.     

Current interim standardized conditions are listed below for the Core Business Mission Areas supporting Human Resources Management. 

"To be compliant with the BEA, HRM systems/initiatives must be aligned with the HRM business capabilities described in the HRM architecture products and must align to the HRM business enterprise systems (Defense Travel System (DTS), Defense Integrated Military Human Resources System (DIMHRS), Composite Health Care System II (CHCS II), and Defense Civilian Personnel Data System (DCPDS)).  HRM business capabilities and HRM architecture products are available on the HRM core business mission area website (https://www.hrm.osd.mil)".

Current interim standardized conditions are listed below for the Core Business Mission Areas supporting Financial Management (FM).

To be compliant with the Business Enterprise Architecture (BEA), Financial Management (FM) systems/initiatives must be aligned with the FM business capabilities described in the financial management processes, business rules, activities and data definitions of the architecture products.  System/Initiatives must align to FM business enterprise initiatives (Standard Financial Information Structure (SFIS), Program Budget (PB) Framework), systems (Defense Cash Accountability System (DCAS), Defense Data Reporting System (DDRS), Defense Corporate Database (DCD)/Defense Corporate Warehouse (DCW)), and services (Business Enterprise Information Services (BEIS)).  FM business capabilities and initiatives are available on the FM core business mission area website (http://www.dod.mil/comptroller/bmmp/pages/FM.html). FM architecture products are available on the BMMP website: http://www.dod.mil/comptroller/bmmp/products/architecture/BEA_3_31_05/iwp/default.htm 
Current interim standardized conditions are listed below for the Core Business Mission Areas supporting Real Property & Installations Lifecycle Management 

· Integrate legacy inventory systems to the RPUID registry and expand to include individual and linear assets 

· Work with the RPIR framework in order to deconflict real property asset portfolios 

· Migrate systems so that they conform to the uniform real property data requirements, populating their inventory systems, and embracing the results of the Analysis of Material Alternatives 

· Facilitate adoption of the standardized HazMat process and Material Safety Data Sheets, reaping the expected benefits 

· Begin the linkage of geospatial data to RPUID Registry 

Comply with the Real Property Inventory Requirements document dated January 2005, approved by the Installations and Environment Domain Governance Board, which can be found at http://www.acq.osd.mil/ie/ie_library.htm#rpir . This document describes the concepts, processes, business rules, and data structures to be used for real property inventories.  

Comply with the May 11, 2005 memorandum signed by the Under Secretary for Defense for Acquisition Technology and Logistics with the subject “Policy for Unique Identification (UID) of Real Property Sites and Assets” requires the Military Departments and the Washington Headquarters Service to plan for UID implementation in their real property inventory systems. It also requires the establishment of a real property site and asset registry by December 31, 2005. Use of this registry is described in the real property unique identifier concept of operations document. 

Comply with the July 5, 2005 memorandum signed by the Principal Deputy Undersecretary of Defense (Comptroller) with the subject “Interim Change to the Department of Defense Financial, Volume 4, Accounting Policy and Procedures” requiring the measurement, recognition and reporting of environmental liabilities. It requires the Components maintain an inventory of environmental sites that is annually reconciled with the General Plant, Property and Equipment records
DON Guidance on Federal Financial Management Improvement Act of 1996 (FFMIA) Compliancy

The default answer for FFMIA compliance for Tier 1, 2 or 3 Legacy or Interim systems is “Not Applicable” primarily because FFMIA compliance requires a third party independent compliance assessment.  For each systems that answers “Not Applicable” the default justification should state:

(System X) is a Legacy or Interim system to be replaced by (System Y) a DON Core system in the (____) timeframe.  Full-scale compliance is not prudent at this time.  The target Core system, (System Y), will be FFMIA compliant.

FFMIA compliance is required for Core, or future end-state, systems.
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Appendix B: Points of Contact

DON CIO: Geoff Sheffer, william.sheffer@navy.mil

DDON CIO (Navy) / ACNO(IT): Rich Chuday, Richard.chuday@navy.mil

DDON CIO (Marine Corps) / HQMC C4: Kyle Cruley, kyle.cruley@bearingpoint.com

USMC Business Enterprise Office: Gale Heaivilin, heaivilinge@hqmc.usmc.mil 

Core Business Mission Areas (CBMA):

Human Resources Management CBMA Lead FAMs

· Civilian Personnel FAM: James Ellis, 

· USN Military Personnel FAM: LCDR Rowan Browning, rowan.browning.uk@navy.mil

· USMC Military Personnel FAM: Bob Brown, brownrl@manpower.usmc.mil

Financial Management CBMA Lead FAM

· Financial Management FAM: Bill Aldrich, William.Aldrich@navy.mil

Material Supply and Service Management (MSSM) CBMA

· USN Logistics FAM: CDR Tim Thate, tim.thate@navy.mil

· USMC Logistics FAM: Lt Col Bob Rackham, rackhamr@hqmc.usmc.mil 

Weapon System Lifecycle Management (WSLM) CBMA

· Acquisition FAM: Eric Klintberg, eric.klintberg@bearingpoint.com

Real Property & Installation Lifecycle Management (RPILM) IRB Lead FAM

· USN Logistics FAM: CDR Tim Thate, tim.thate@navy.mil

· USMC Logistics FAM: Roger Welborn, welbornrd@hqmc.usmc.mil

Appendix C: Echelon II Request for Pre-Certification Memo

REQUEST FOR PRE-CERTIFICATION MEMORANDUM

Subj:  REQUEST FOR PRE-CERTIFICATION FOR (SYSTEM NAME) BY THE DEPARTMENT OF NAVY CHIEF INFORMATION OFFICER

Ref:  (a) Investment Review Process Overview and Concept of Operations For Investment Review Boards, dated 17 May 2005

         (b) DoD Business Systems Investment Review Proposal Submission Guideline, dated 15 Jul 2005

         (c) DON Business System Pre-Certification and Review Package Development Guidance, Version 1.0

(Command Name) requests Pre-Certification of (System Name) in order to obtain to Defense Business Systems Management Committee Approval to obligate $(XXX) of development / modernization funds as identified in NITE/STAR-web for Fiscal Year (Current Year).  For (System Name), all elements in DITPR-DON have been completed and all attachments to the Certification Workbook are posted in DITPR-DON.  This memo serves to certify the accuracy of the information in DITPR-DON: budget, cost (Economic Viability), functional requirement and technical specifications.  The (Command Name) DITPR-DON lead point of contact for (System Name) is (DITPR-DON POC Name).

DITPR-DON ID / DON IT Registry ID:  _______________

NITE/STAR-web AIS/EXT:  ___________________







  
(USMC AND USN)








  System Program Manager







  
(USN only)








  Command Information Officer







  
(USN only)







  Budget Submission Officer / Comptroller

Appendix D: PBIS(NITE/STAR-web) sample data
Budget data elements and examples pulled from PBIS(NITE/STAR-web) to load into DITPR-DON:

· IT Registry ID

18626

· AIS



C30

· AIS Title


NAVY TACTICAL COMMAND SUPPORT SYSTEM

· EXT


C30

· EXT Name


NAVY TACTICAL COMMAND SUPPORT SYSTEM

· BSO


39

· BSO Title


SPACE & NAVAL WARFARE SYS COM

· OSD APPN Code

20060

· APPN


OMN

· APPN Name

OMN   Operations and Maintenance, Navy

· OSD BLI Code

620

· BLI



4B7N

· BLI Name


4B7N   Space & Electronic Warfare Systems (OM,N)

· BA



4

· PE



0708012N

· PE Title


LOGISTICS SUPPORT ACTIVITIES (NAVY)

· NEW_OPS


OPS

· FYPY


$XXX

· FYCY


$XXX

· FYBY


$XXX

· FYBY+1


$XXX

· FYBY+2


$XXX

· FYBY+3


$XXX

· FYBY+4


$XXX

· FYBY+5


$XXX

· FYBY+6


$XXX
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