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Introduction
Purpose

The purpose of this guide is to provide the Components and Pre-Certification Authority(s) (PCAs) with guidance regarding Investment Review Board (IRB) business system submissions.  This document complements the June 2, 2005 Investment Review Process Overview and Concept of Operations for Investment Review Boards (hereafter referred to as IRB CONOPS) by providing additional detailed process and proposal submission guidance.

Accountability
The IRB CONOPS, section 6.0, describes the responsibilities of the organizations and individuals that have significant roles in the DoD Business System Investment Review Process.  Tiered accountability is critical to the Department’s success with its investment review process.  In addition to the responsibility described in paragraph 6.4 of the IRB CONOPS, it’s important to note that Pre-Certification Authorities (PCAs) are accountable for the business system investments, system reviews and compliance with the National Defense Authorization Act.

Standard Criteria

IRB business system submissions assert critical information for the IT investment as well as business case and architectural alignment to the BEA. This information allows decision-makers to make prudent evaluations relative to costs and benefits of the IT investment when compared to other IT competing requirements.  For the fiscal year (FY) 2006 budget cycle, the Defense Business Systems Management Committee (DBSMC) IRB process focuses on 4 key areas, arriving at an “approve” or “disapprove” decision for each major IT investment.  The investment recommendation for each IRB submission is based on the analysis for each of the following specific focus areas:

I. Basic System Information:

· Provides basic system information

· Focuses on the project’s funding request, budget status, and certification request.

II. Justification:

· What DOD enterprise or Component specific requirements this initiative addresses  


· What policy, law, or regulation this initiative is aligned with.

III. Transition Plan:  

· Identifies how this investment is aligned with a particular Transition Plan    

IV. Architecture Alignment:

· Identifies the activities or process supported by this system modernization or initiative

· Addresses compliance to the Business Enterprise Architecture. 

Preparation Rules

· All Appendix E Certification Template questions (See Attachment A) must be answered and/or accounted for and apply to all submissions as described in this guideline.  

· All Yes/No responses do not require further narrative explanation (unless otherwise indicated in the document).

· All information reported should be accurate and up-to-date and may be subject to further review.

· Overview for processing the remaining FY05 and FY06 submissions (See the IRB Workflow - Tiers 1, 2, and 3 of this guideline for further details and documentation requirements.)

· For Tier 1 (>$32M/MAIS) and Tier 2 ($10M to $32M or those deemed as Enterprise/Special Interest by the IRBs) investments, the PCA is accountable for ensuring that the information identified in Appendix E of the IRB CONOPS is complete and that it is posted to the Defense Business Systems IRB Portal.  Additionally, the Component will complete the Defense Business Systems Certification Dashboard (Attachment C) for each business system submission.

· For Tier 3 investments ($1M to $10M), the Component will complete and post the Defense Business Systems Certification Dashboard to the IRB Portal.  The Component PCA is accountable for the information contained in the Appendix E Template (Attachment A), but does not have to submit the completed Template to the IRB portal.  

· For all other business system investments not captured in Tiers 1, 2, or 3, the Component PCA (as consistent with the NDAA Section 2222, paragraph (g)(2)(A)(B) requirement for annual reporting) will post the Defense Business Systems Investment Summary (Attachment D) to the IRB Portal consistent with NDAA annual reporting requirements.

· For Tier 1, 2, and 3 proposal submissions and associated pre-certifications, see Attachment B – Core Business Mission Area BEA Compliance.  The Pre-Certification Authority (PCA) will review the conditions identified in Attachment B to ensure that appropriate action has been or will be taken (e.g., Transition Plans), and certify accordingly.  

IRB Workflow – Tiers 1, 2, and 3

I.  General Information
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Each Component designates a Pre-Certification Authority(s) (PCA) responsible for completing their internal certification process and preparing a standard certification submission and submitting it to the Office of Secretary of Defense (OSD) single-entry point, the IRB Portal.    

A. DoD Business Systems Repository Access

1. In support of the DoD CIO and because of the need to provide a business systems inventory to Congress, we strongly recommend that the Component ensures that the information is current and correct in the official DoD Business Systems Repository per the 17 March 2005 and 15 June 2005 DCIO memoranda.

2. The repository website is located at https://www.dadms.navy.mil/ 

3. Access is password restricted.  To establish an account and obtain login information, go to the website listed above and click on the ACCESS REQUEST option.  Complete and submit the “New User Request” form.

B.  IRB Portal Access

1. The Component PCA must obtain access to the IRB Portal.  The IRB Portal is the automated workflow tool and the OSD single entry point for business system investment submission and related communication.  The Component PCA posts the business system investment submission to the appropriate system folder located on this portal.

2. The Investment Review Board Portal is located at https://portal.acq.osd.mil/portal/server.pt 
3. Access to the IRB Portal is password restricted.  Each IRB has a designated point of contact (POC).  To establish a portal account and obtain login information, contact the POC for your IRB and identify name, organization, phone number, and email address.  

4. The Business Management Modernization Program (BMMP) Investment Review Board Portal User Manual For Components (Attachment E of these guidelines) provides the detailed user instructions. Investment Review Board Portal User Manual 

C. IRB Portal Folder Structure

To locate your system folder, the Investment Review Board Portal folder structure is:

1. Mission Area

2. Component

3. System – the naming convention used for your specific system folder is based on the DCIO’s designated unique business system registration identifier (hereafter referred to as SystemAcronym_ID# which is currently defined as SystemAcronym_DITPR#)  

4. Fiscal Year 

D. Component Certification Submission Documents and File Naming Convention

The documents that a Component would need to provide for certification submission are listed below along with the file naming convention to be used for posting these documents.  

	COMPONENT CERTIFICATION SUBMISSION DOCUMENT
	STANDARD FILE NAME
	APPLICABLE TIER

	Component Pre-Certification (CPC) Letter  (Sample letter in IRB CONOPS, Appendix D)
	SystemAcronym_ID#_FYxx__CPCLetter
	1

2

3



	Appendix E Certification Template (can be accessed on the IRB portal)
	SystemAcronym_ID#_FYxx_Appendix_E_Template
	1

2

3 – To be made available upon request

	Defense Business Systems Certification Dashboard
	SystemAcronym_ID#_FYxx_Certification Dashboard
	1

2

3

	Component Economic Viability (EV) analysis
	SystemAcronym_ID#__FYxx_EV
	For All Tiers - To be made available upon request

	Independent Cost Review Authority Validation Letter (listed in Appendix E, sample letter in Appendix C in IRB CONOPS)
	SystemAcronym_ID#_FYxx_EV_CertLetter
	For All Tiers - To be made available upon request 

	Defense Business Systems Investment Summary
	SystemAcronym_ID#_FYxx_Investment Summary
	Tier 3 and/or other business system submissions for NDAA reporting


E. Certification documents that will be posted to the IRB Portal by the IRB Certification Authority (CA) or DBSMC follow the same standard naming convention:

1. SystemAcronym_ID#_FYxx_IRB_Memo

2. SystemAcronym_ID#_FYxx_CA_Memo

3. SystemAcronym_ID#_FYxx_DBSMC_Memo

4. SystemAcronym_ID#_FYxx_Appeal_Memo

The Defense Business Systems Investment Summary format will also be used for communicating business systems status at the IRB and DBMSC.

F. If issues arise during the course of a review, the applicable IRB Support Group will create an issue(s) document and post it to the IRB Portal following the same standard naming convention:

1. SystemAcronym_ID#_FYxx_issue
G. Investment Review Process Metrics

Important proposal submission dates will be maintained by the applicable IRB support group:

1. Package Pre-Certification date (received submission)

2. Requested approval date (Component’s target)

3. IRB acceptance date (package accepted as complete)

4. Disposition date (IRB disposition)

5. Appeal request date (new field to be added)

6. Approval date (DBSMC disposition)

II. PCA Submission To OSD

A. To submit a certification submission, the PCA posts the certification submission documents to the appropriate system folder located on the IRB Portal.  Certification submission consists of documents that are identified in the previous “I. General Information” section, paragraph D of this document.  The Appendix E Certification Template will be used for submission of information as described in this guideline until the DoD Business Systems Repository is populated with sufficient information.

B. The action of posting the certification documents to the IRB Portal results in system-generated email notifications that are sent to the lead IRB support group subscribed to the system folder.  This is the Component PCA official submission and the beginning of the OSD-level investment review process.

III. Principle Staff Assistant (PSA) Support Groups

A. The first action of the lead IRB support group is to notify any applicable partner IRB support group(s) utilizing the IRB Portal task function, and to “subscribe” them to the system folder.  This is important because all subscribers will receive a system-generated email notice each time a document is added to the system folder or an existing document is modified.  All subscribers have the ability to view the documents in the folder and monitor the status of the package throughout the certification process.

B. The next action of the lead IRB support group is to validate that the package is complete by ensuring that all required documents were posted to the IRB Portal.  The IRB support group has two business days to complete this action.

1. If the submission is complete, the lead IRB support group will notify the Component PCA utilizing the portal notification function.  Example:  “The certification submission is complete.”
2. If the submission is incomplete, the IRB support group will notify the Component PCA utilizing the portal notification function.  The task must identify the missing item and include a due date.  Example:  “The certification submission is incomplete.  The Pre-Certification letter is a required part of the standard certification submission and is not posted to the portal.  Please submit within two business days.”
C. If applicable, the lead IRB support group notifies partner IRB support groups to begin reviewing the package by utilizing the IRB Portal task function.  All IRB support groups have five business days to complete the review of the certification submission.   The portal task function due date will be set accordingly.

1. If the lead/partner IRB support groups have completed their review of the package without issue, the lead IRB support group will prepare a recommendation and post it to the IRB Portal system folder.  The partner IRB support group(s) will coordinate on the lead IRB support group’s recommendation document.  All IRB support groups will notify their PSA and IRB utilizing the IRB Portal task function.

2. If the lead/partner IRB support groups have issues/questions, the affected support groups should create an issue document using the standard naming convention and post it to the system folder on the IRB portal

a. After all issues are resolved, the lead IRB support group will prepare a recommendation and post it to the IRB Portal system folder.  The partner IRB support group(s) will coordinate on the lead IRB support group’s recommendation document and notify their PSA. 

b. For unresolved issues, the IRB support groups must include an explanation with their recommendation to the IRB.

IV. IRB Certification Authority Decision

A. The next level in the process is the IRB review, vote, and recommendation to the IRB CA.  It is not necessary for the IRB to convene for each submission.  IRB members have access to view the IRB Portal system folder containing the certification submission and all related communication.  

B. IRB recommendations are sent to the IRB CA for review and certification decision.

1. If the IRB CA agrees to certify, the CA will post a certification memo in the IRB Portal system folder for the FY of the review.  This action generates an email notification to the DBSMC for action.  

2. If the IRB CA does not agree to certify, they will notify the Component PCA and DBSMC utilizing the IRB Portal task function.

V. DBSMC Decision

The final approval decision resides with the DBSMC.

A. If the DBSMC has no objections to the IRB CA decision, they will sign the approval memo and post it to the IRB Portal system folder for the FY of the review.  This action generates an email notification to all folder subscribers.  This ends the certification process.


B. If any DBSMC principle/associate member has an objection to the IRB CA decision, they must provide their rationale for objection to the DBSMC in writing within five business days for a decision review.

C. The DBSMC decision is final, will be stated in a memo, and posted to the IRB Portal system folder.  This action generates an email notification to all subscribers.  This ends the certification process.

Attachment A

IRB Guidance for Completing the Appendix E Certification Template

Criteria Descriptions & Guidance

PLEASE NOTE:  The Appendix E Template (Tool) may be located on the IRB Portal.  

the questions are intended to provide the reviewer with basic project information as an introduction to the detailed content contained in the remaining portions of the irb package and to establish stakeholder interests.    it also contains questions intended to establish system thresholds & investment types for review by the appropriate irb, to establish system lifecycle & acquisition stages, and to establish key certification milestone dates. 
Basic System Information

Points of Contact


enter one of 5 core Business Mission Areas.  abbreviation to identify which irb(s) is responsible for business capabilities and corresponding business systems.  systems may touch multiple cbma(s). each irb's responsibility for a system (primary or secondary) is described by irb role. The primary cmba is responsible for the system's primary function.  the system's primary cbma takes the lead in determining the evolution of the system, in conjunction with the system's owner and its secondary domains.  
Which Core Business Mission Area is primary?


Enter one or more of core Business Mission Areas.  please see guidance above.
Which Core Business Mission Area(s) have interest?



Which Component is Sponsoring the System?



enter the full, un-abbreviated name for the dod program/system sponsor to include specific organization.
Who is the Component PCA?


Enter the component Pre-Certification Authority to include specific organizational information.  see paragraph 6.4 of the IRB conops. 
Who is the PCA POC?  What is the POC’s phone number?


Enter the component Pre-Certification Authority point of contact information including e-mail and phone number(S).  see paragraph 6.4 of the IRB CONOPS
Who is the Milestone Decision Authority (MDA)?

   
Enter the Milestone Decision Authority contact information including e-mail and phone number(s).   
Description


What is the Program/Initiative Title?



enter full, un-abbreviated name of the system.  this is the enterprise authoritative source for system (long) name.
a shortened or commonly used name or abbreviation (upper case) for this entry. 
What is the Program/Initiative Acronym?



Is the system registered in a DoD repository?

What is the IT Registry #



What is the ITMA #


What is the DITPR #


Enter whether the system has been registered with THE Department’s registries.   provide the specific registry information or answer “not registered” for each of the three registries.  bin - budget identification number; itma - information technology management application number - identifies the initiative in the itma systems within which this system's budget exists.  multiple systems (if part of the same initiative) may have the same itma numbers.  
Identify whether this is core, interim, or legacy system type.  see section 11.0 "key definitions" of the IRB conops .  
legacy system -- an existing system that is designated for closure when the capability is absorbed by an interim or core system, or an existing system without any designation yet made.
iterim system -- an existing system or system in development, as deignated by the cbma, that supports the department for a given capability during a limited period of time until the core system is deployed.
core system -- an existing system, a system in development, or a system beginning the acquisition process that is/will become the department's solution for a given capability(ies), as deignated by the cbma.
Is this system a Core, Interim or Legacy system?


Is this a Joint program/initiative?

Identify whether this is joint component initiative.   "joint" programs/initiatives refers to the joint capabilities integration and development system (jcids) process and the assignment of a joint potential designation (jpd) by the joint staff/j-8.  reference chairman of the joint chiefs of staff instruction (cjcsi) 3170.01e, 11 may 2005.
categorization of project/program relative to irb certification tier.  see section 7.1 "determination of requirement for review and certification" of the IRB CONOPS

Which tier is the enhancement/modernization?  


Funding/Budget


do not leave this question unanswered.
Provide the schedule, milestones, over the FYDP. 



What is the current fiscal year? 



Account for all funds by appropriation, proposed in that fiscal year budget for the system, including O&M (or Steady State) and Development, Modernization and Enhancement.

this question focuses on “all” funds related to the initiative and can be obtained from “section A” of the itma registry.  budget tables within section a of the itma submission identify funding for the project reflected in the current budget submission (i.e., FYDP).  

Development/Modernization/Enhancement - The program costs for new systems, changes or modifications to existing systems that improve capability or performance, changes mandated by Congress or agency leadership, personnel costs for project management, and direct support.
Steady State - Maintenance and operation costs at current capability and performance level including costs for personnel, maintenance of existing information systems, corrective software maintenance, voice and data communications maintenance, and replacement of broken IT equipment.
program not yet registered in the itma (snap-IT) registry should provide information from appropriate project plans.   do not leave this question unanswered.
Provide information by FY. 

What is the amount of the modernization/enhancement to be certified? 


provide the portion of funding annotated above to be applied to modernization or enhancement initiative.  all costs, of any type of funding, incurred to design, develop, implement/deploy and/or functionally enhance/technically upgrade an information technology system. these costs include, but are not limited to, personnel, equipment, software, supplies, contracted services from private sector providers, space occupancy, intra-agency services from within the agency and inter-agency services from other federal agencies. essentially enhancement costs; not sustainment costs.  
Is the Program/Initiative fully funded through the FYDP?


1.  concept refinement: the purpose of this phase is to refine the initial concept and develop a technology development strategy (tds).  entrance into this phase depends upon an approved icd resulting from the analysis of potential concepts across the dod components, international systems from allies, and cooperative opportunities; and an approved plan for conducting an analysis of alternatives (aoa) for the selected concept, documented in the approved icd.  dod 5000.2

2.  technology development: the purpose of this phase is to reduce technology risk and to determine the appropriate set of technologies to be integrated into a full system.  technology development is a continuous technology discovery and development process reflecting close collaboration between the s&t community, the user, and the system developer.  it is an iterative process designed to assess the viability of technologies while simultaneously refining user requirements.  dod 5000.2

3.  system development & demonstration: the purpose of the sdd phase is to develop a system or an increment of capability; reduce integration and manufacturing risk (technology risk reduction occurs during technology development); ensure operational supportability with particular attention to reducing the logistics footprint; implement human systems integration (hsi); design for producibility; ensure affordability and the protection of critical program information (cpi) by implementing appropriate techniques such as anti-tamper; and demonstrate system integration, interoperability, safety, and utility.  development and demonstration are aided by the use of simulation-based acquisition and test and evaluation integrated into an efficient continuum and guided by a system acquisition strategy and test and evaluation master plan (temp).  the independent planning of dedicated initial operational test and evaluation (iot&e), as required by law, and follow-on operational test and evaluation (fot&e), if required, shall be the responsibility of the appropriate operational test agency (ota).  a director, operational test & evaluation (dot&e)-approved live-fire test and evaluation (lft&e) strategy shall guide lft&e activity.  dod 5000.2

4.  production & deployment: the purpose of the production and deployment phase is to achieve an operational capability that satisfies mission needs.  operational test and evaluation shall determine the effectiveness and suitability of the system.  the mda shall make the decision to commit the department of defense to production at milestone c.  milestone c authorizes entry into lrip (for mdaps and major systems), into production or procurement (for non-major systems that do not require lrip) or into limited deployment in support of operational testing for mais programs or software-intensive systems with no production components.  the tables at enclosure 3 identify the statutory and regulatory requirements that shall be met at milestone c.  dod 5000.2

5. operations & support: the objective of this activity is the execution of a support program that meets operational support performance requirements and sustains the system in the most cost-effective manner over its total life cycle.  when the system has reached the end of its useful life, it shall be disposed of in an appropriate manner.  operations and support has two major efforts: sustainment and disposal.  dod 5000.2

What is the System Lifecycle Stage?


categorization of project/program relative to acat designations.  see section 7.1 "determination of requirement for review and certification" of the IRB conops. 
What is the Acquisition Category?

Certification Request

Date submitted for Certification.


provide the date submitted to the pca for certification.
contact your component pre-certification authority for the certification date.
Date PCA certified.


What event requires Certification?


provide the activity which requires, certification, i.e. “milestone approval”, “authority to obligate”, ”designated follow-up”, etc.
What is the date modernization/enhancement funding would be obligated?


estimated date the system will be certified by approval authority or estimated date the system needs to be reviewed per certification/approval recommendations.

Describe the modernization/enhancement.


The description of the project must provide a summary overview of the project focusing on the following key areas, as applicable:  The project’s objectives; functional area supported; key customers and stakeholders; collaborative efforts with other activities, commands, agencies; and benefits (in general terms, cost and performance)
amplifying discussion could include any additional information that may impact irb recommendation.  examples may inclue mission contribution, associated benefits and management controls and processes.  

Amplifying discussion (as required).



Justification

“business justification” contains questions intended to provide the reviewer with specific business mission requirements and business-focused justification reflecting tangible end-to-end business mission improvements that clearly benefit the warfighting mission of the department.   

 “policy, law, and regulation” contains questions intended to provide the reviewer with justification reflecting compliance to applicabile federal and dod financial management policies, law, and regulations .   if “no” to any of the certifications below, provide justification.   

The information is used to assess whether the business system investment is consistent with Department strategic goals and objectives as well as its ability achieve an essential business capability.  Answers must provide clear and concise documented guidance to Certification Authorities. 

Business Justification

What DoD Enterprise, or Component specific requirement(s) does this initiative address? (Note:  The Components are not required to address the COCOM 57/129 requirements.) 

Would denial of this modernization/enhancement request adversely affect DoD operations?

In general terms, describe the effects, impact or damage that would occur to operations within the Department of Defense if the program or initiative development/modernization is not supported."

If Program/Initiative is less-than-MAIS, has the agency Component Independent cost review authority reviewed and validated the economic viability?

If yes, ensure that the economic viability (ev) analysis has been incorporated in the certification dashboard.  The Component may be required to provide the EV analysis and/or the component independent cost review authority validation letter, as required by the irb. 
Provide program overview/description.


The description of the project must provide a summary overview of the project focusing on the following key areas, as applicable:  The project’s objectives; functional area supported; key customers and stakeholders; collaborative efforts with other activities, commands, agencies; benefits (in general terms, cost and performance); and statutory or regulatory mandates, if any.    
Does this modernization/enhancement help transform the Department's business processes?  

To be considered for continued funding, program managers must identify business capabilities and system functions performed and demonstrate that the system/application satisfies an existing, new or unique functional area capability or requirement.

Could another existing system or an e-GOV initiative, be adapted or used to resolve the requirement?

The E-government Act of 2002 (P.L. 107-347) requires agencies to support government-wide e-government initiatives and to leverage cross-agency opportunities to further e-government.  

IT investments should be collaborative and include multiple agencies, state, local, or tribal governments.  programs and initiatives should make full use of e-business technologies as demonstrated by linkage to the Federal Enterprise Architecture (FEA); and, if applicable, be fully aligned with one or more of the President's E-Gov initiatives.  if yes, identify how E-gov initiatives will be used to resolve the requirements.
Does it duplicate an e-GOV initiative?  If so, justify.
 

If your project employs functionality similar to other E-government initiatives, discuss the rationale for duplication and non-use of the e-gov initiatives.
Acquisition programs may have some of this information in the acquisition strategy documentation, security documentation, and/or Operational Test and Evaluation Plan.   

The “Risk Management Guide for DoD Acquisitions” can be found at: http://www.dau.mil/pubs/pdf/riskmgmtguide2001.pdf
Are there significant risks associated with this system/program that may affect the successful deployment and operation of this system?  If so, provide mitigation strategy.

Identify any GAO, DoDIG, other audit findings, or material weaknesses and the planned resolution.  



for example, the Department is moving toward an unqualified (clean) opinion and compliance with congressional guidance, as set forth in the FY 2005 Authorization Act.  weaknesses include deficiencies in financial management systems and business processes result in the inability to collect and report financial and performance information that is accurate, reliable, and timely.  

refer to your component financial management improvement plans for linkage to reported material weaknesses.

Is the program/initiative aligned to applicable policies, laws and regulations?
provide an explanation and justification if the program/initiative is not aligned to applicable policies, laws, and regulations.

Policy, Law, and Regulation

Is the Program/Initiative DITSCAP compliant? If not DITSCAP Compliant, has system

ditscap certification requires formal declaration by the Designated Approving Authority that an it system is approved to operate in a particular security mode using a prescribed set of safeguards at an acceptable level of risk.  dodi 5200.40 (ditscap) establishes a standard dod-wide process, set of activities, general tasks, and a management structure to certify and accredit information systems (is) that will maintain the information assurance (ia) and security posture of the defense information infrastructure (dii) throughout the life cycle of the system. if ditscap does not apply or if an interim approval to operate (IATO) is not provided then justify and explain. 
refer to http://iase.disa.mil for more information. 

received Interim Approval to Operate (IATO)?

Federal Information Security Management Act of 2002 (FISMA), Title III of the E-Government Act of 2002, PL 107-347, provides a framework for ensuring the effectiveness of information security controls over Federal information resources and provides for the development and maintenance of minimum controls required to protect Federal information and information systems.  if fisma or the report is not required, or is “in-progress”, then provide justification.  The FISMA can be found at: http://frwebgate.access.gpo.gov/cgi-bin/getdoc.cgi?dbname=107_cong_public_laws&docid=f:publ347.107.pdf
Is the Program required to complete the Annual Federal Information Security Management Act (FISMA) Report and has this report been completed?

The Clinger-Cohen Act of 1996 requires the agency’s Chief Information Officer (CIO) to certify, at each acquisition milestone, that Major Automated Information Systems (MAIS) are being developed in accordance with Subtitle II of Title 40 of the United States Code (formally the Clinger-Cohen Act (CCA) of 1996).  compliance with the clinger-cohen act (cca) of 1996 is required for all it systems, including those in weapons and weapons systems programs.  the requirement for certification of compliance with the cca is explained in dodi 5000.2.  registration requirements in the dod appropriations acts are for mission critical and mission-essential it systems (including nss).  the basic requirements of the cca that relate to the department’s acquisition process have been institutionalized in dod instruction 5000.2.  if “no” or “not applicable”, then provide justification.

Is Program/Initiative Compliant with the Clinger-Cohen Act (CCA)? 
If a financial management or mixed system, is the Program/Initiative Federal Financial Management Improvement Act (FFMIA) Compliant? If "No" has an FFMIA Compliance 

The Federal Financial Management Improvement Act of 1996 (FFMIA) requires agencies to implement and maintain financial management systems that are in substantial compliance with OMB Circular A-127, JFMIP requirements, Federal accounting standards, and the United States Government Standard General Ledger (ussgl) at the transaction level.  if “no” or “not applicable”, then provide justification.

 if you are a legacy system, default answer is N/A. 

Plan been prepared?

Is the program Health Insurance Portability and Accountability Act (HIPAA) compliant?
The Health Insurance Portability and Accountability Act of 1996 (HIPPA) is designed to amend the Internal Revenue Code of 1986 to improve portability and continuity of health insurance coverage in the group and individual markets, to combat waste, fraud and abuse in health insurance and health care delivery, to promote the use of medical savings accounts, to improve access to long-term care services and coverage, and to simplify the administration of health insurance.  if “no” or “not applicable”, then provide justification.

Title II, Section 208 of Public Law 107–requires a privacy impact assessment before developing or procuring a system that collects, maintains, or disseminates information that is in an identifiable form.  if “no” or “not applicable”, then provide justification.   See E-Government Act at: http://frwebgate.access.gpo.gov/cgi-bin/getdoc.cgi?dbname=107_cong_public_laws&docid=f:publ347.107.pdf
if a Privacy assessment/evaluation was performed, provide date of most recent assessment/evaluation.
Is the program compliant with the Privacy Act of 1974?

The DoD Architecture Framework (DoDAF) is used to describe how your solution provides interoperable, joint capabilities to best satisfy the needs of future warfighters.  All ongoing and future contracted architectures, systems and technologies must comply with a DoDAF-compliant architecture. if “no” then provide justification
Does the System have a current, DoDAF compliant Architecture?

Is the Program/Initiative schedule consistent with the Net Centric requirement?

Not required for FY05 - FY06 Submissions.

additional discussion could include mission critical needs or required management controls and processes.  

Are there other rules or mandates that may influence the need for this program?  

Transition Plan (Effective Beginning October 1, 2005)

the “transition plan” portion of appendix e contains questions intended to provide the reviewer with information related to the transition of legacy and interim systems to a set of core it investment.  Answers must reflect the development of a transition plan that sufficiently defines, guides, constrains and permits implementation of interoperable defense business system solutions. 

Is the business system modernization initiative identified in the DoD enterprise or

Component Transition Plan?

review the component and DoD enterprise transition plan to assess relevance to existing planning efforts.  identify the criticality of the system modernization to national security.  if  the business system modernation is identified in the transition plan, ensure the plan is located on the investment review board portal.   
Are there programmatic/technical dependencies with other systems? 

identify dependencies with other systems in the transition plan.   identify systems or system modules that eliminated by this investment.  include sunset dates. 
Identify systems or system modules eliminated (with sunset dates).

if not identified in the transition plan include the system acronym,  system unique id, modules eliminated, operational activity eliminated, sunset date and enabling event (examples of enabling events: milestone, product release, foc, frp)
Architecture

the “architecture” portion of appendix e contains questions intended to provide the reviewer with information related to the business enterprise architecture (bea 3.0).  the ndaa requires alignment of business information technology (IT) investments to the Business Enterprise Architecture.  

Identify the activities or capabilities (DoD enterprise and/or Component) supported by this system modernization or enhancement initiative.

 see the appendix E template section G.1 for a list of the bea operational activities.
Are these activities or capabilities (identified above) aligned with the activities listed in the DoD BEA or are Component activities aligned to the BEA?

 AV-1, TV-1, and OV-5 are not required for FY05 – FY06 submissions
Identify how the operational activities encompassed by the Program/Initiative support the capabilities/function and define how they enable the supported operational activities.

per the march 15, 2005 report to congressional committees, the bea objectives are described as follows:

1.  Define the future capabilities necessary to support the warfighter and focus the activity of business systems modernization on acquiring those capabilities.

2.  Define and declare capabilities that should be common throughout the DoD business enterprise and direct the implementation of enterprise-wide systems with greater visibility at the highest levels of leadership within the Department.
3.  Control current and future investments in business systems.
Is the Program/Initiative required to achieve a BEA objective? If yes, identify the BEA objective(s).

Is the Program/Initiative compliant with the Business Enterprise Architecture and the Component architecture?  If not, justify.

thE BEA is being iteratively developed.  PLEASE CONTACT YOUR IRB SUPPORT GROUP FOR SPECIFIC GUIDANCE.  

 if not, and this initiative is part of the BEA, does its migration plan reflect future compliance?
Does this initiative comply with the applicable technical environment established by the DoD BEA TV-1?  
Are the system interfaces identified and schedules aligned?

Attachment B

Core Business Mission Area BEA Compliance

Attachment B: Core Business Mission Area BEA Compliance

The Business Enterprise Priorities (BEPs) define goals, objectives, outcomes and metrics to help focus the Department’s desired business transformation.  It is through the mapping business systems with the Business Enterprise Architecture (BEA) that the Department can better understand the redundancies and gaps of business capabilities.   When it is completed the BEA will provide the framework for this assessment.  Major components of the BEA that will be used for this alignment effort are shown in Figure 1 below.



[image: image1]
                                                           Figure 1
Until BEA 3.0 is sufficiently detailed, the IRB will map business systems to the Operational Activity Nodes of the BEA. (See Appendix E Template, Section G – Architecture Part I)

The Components must comply with the following conditions or submit a Transition Plan accordingly:

1.0 Current interim standardized conditions are listed below for the AT&L Core Business Missions supporting Weapon Systems Lifecycle Management (WSLM) and Materiel Supply & Services Management (MS&SM) 

· The Component’s Business System Investments must comply with the DoD Transition Plan. The DoD Transition Plan is located on the BMMP Portal at https://spsbmmp.dfas.mil.  Business Enterprise Priority (BEP) requirements. (To be provided to Components under separate cover.) 

· The Component’s Business System Investments must comply with the 22 December 2003 memorandum signed by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics, with the subject “Migration to the Defense Logistics Management Standards (DLMS) and Elimination of Military Standard Systems (MILS),” that requires that by 1 January 2005 “all information exchanges among DoD systems shall use the DLMS ANSI ASC X12 or equivalent XML schema for all business processes supported by the DOD 4000.25 series of manuals.”  This business system should migrate from MILS technology immediately.  

· The Component’s Business System Investments must comply with the memorandum signed on 14 July 2004 by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics, with the subject “Standard Procurement System Deployment” wherein the “SPS/PD2 is the interim state solution for contract writing capabilities within the Acquisition Domain.” It is expected that all Military Service specific resource planning systems will interface with SPS and not duplicate SPS functionality.

· The Component’s Business System Investments must comply with the memorandum signed on 14 July 2004 by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics, with the subject “Acquisition Domain Transition Planning” wherein each Military Department and Defense Agency will transition to the interim state solutions no later than October 31, 2005 and to ensure that Military Department and Defense Agency Plans are provided as requested.  

· The Component must continue to work with the Supply Chain Systems Transformation Directorate (SCST) in determining an appropriate interface to Wide Area Workflow (WAWF) for receipts and acceptance. 

· The Component must develop a plan to comply with all OSD enterprise business rules for intra-governmental transactions.

· The Component’s Business System Investments must also meet the requirements specified by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics related to UID IAW in DFARS 211.274-1 to 211.274-4, "Unique Item Identification and Valuation."

· The Component’s Business System Investments must meet the requirements specified by the Acting Under Secretary of Defense for Acquisition, Technology and Logistics for the implementation of RFID as contained in the “Radio Frequency Identification (RFID) Policy” signed 30 July 2004.
· The Component’s Business System Investments must comply with the memorandum signed on 08 June 2005 by the Director of Acquisition, Resources and Analysis, with the subject “Military Equipment Valuation Project Business Rules” wherein the business rules for the military valuation process methodology are to be established by phase, with the initial baseline phase to be completed by end of FY2006.  ‘Mid-term’ rules (with associated rationale and source material) will be applied to acquisition occurring in FY2007.     

2.0 Current interim standardized conditions are listed below for the Core Business Mission Areas supporting Human Resources Management. 

"To be compliant with the BEA, HRM systems/initiatives must be aligned with the HRM business capabilities described in the HRM architecture products and must align to the HRM business enterprise systems (Defense Travel System (DTS), Defense Integrated Military Human Resources System (DIMHRS), Composite Health Care System II (CHCS II), and Defense Civilian Personnel Data System (DCPDS)).  HRM business capabilities and HRM architecture products are available on the HRM core business mission area website (https://www.hrm.osd.mil)".

3.0 Current interim standardized conditions are listed below for the Core Business Mission Areas supporting Financial Management (FM).

To be compliant with the Business Enterprise Architecture (BEA), Financial Management (FM) systems/initiatives must be aligned with the FM business capabilities described in the financial management processes, business rules, activities and data definitions of the architecture products.  System/Initiatives must align to FM business enterprise initiatives (Standard Financial Information Structure (SFIS), Program Budget (PB) Framework), systems (Defense Cash Accountability System (DCAS), Defense Data Reporting System (DDRS), Defense Corporate Database (DCD)/Defense Corporate Warehouse (DCW)), and services (Business Enterprise Information Services (BEIS)).  FM business capabilities and initiatives are available on the FM core business mission area website (http://www.dod.mil/comptroller/bmmp/pages/FM.html). FM architecture products are available on the BMMP website:  http://www.dod.mil/comptroller/bmmp/products/architecture/BEA_3_31_05/iwp/default.htm 
4.0 Current interim standardized conditions are listed below for the Core Business Mission Areas supporting Real Property & Installations Lifecycle Management 

· Integrate legacy inventory systems to the RPUID registry and expand to include individual and linear assets 

· Work with the RPIR framework in order to deconflict real property asset portfolios 

· Migrate systems so that they conform to the uniform real property data requirements, populating their inventory systems, and embracing the results of the Analysis of Material Alternatives 

· Facilitate adoption of the standardized HazMat process and Material Safety Data Sheets, reaping the expected benefits 

· Begin the linkage of geospatial data to RPUID Registry 

Comply with the Real Property Inventory Requirements document dated January 2005, approved by the Installations and Environment Domain Governance Board, which can be found at http://www.acq.osd.mil/ie/ie_library.htm#rpir . This document describes the concepts, processes, business rules, and data structures to be used for real property inventories.  
 

Comply with the May 11, 2005 memorandum signed by the Under Secretary for Defense for Acquisition Technology and Logistics with the subject “Policy for Unique Identification (UID) of Real Property Sites and Assets” requires the Military Departments and the Washington Headquarters Service to plan for UID implementation in their real property inventory systems. It also requires the establishment of a real property site and asset registry by December 31, 2005. Use of this registry is described in the real property unique identifier concept of operations document.   
 

Comply with the July 5, 2005 memorandum signed by the Principal Deputy Undersecretary of Defense (Comptroller) with the subject “Interim Change to the Department of Defense Financial, Volume 4, Accounting Policy and Procedures” requiring the measurement, recognition and reporting of environmental liabilities. It requires the Components maintain an inventory of environmental sites that is annually reconciled with the General Plant, Property and Equipment records.  
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Defense Business Systems Certification Dashboard
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Defense Business Systems Certification Dashboard

Business System Name (SystemAcronym_ID#)

Risks & Mitigation

•

Schedule:  

Medium   

Medium   

(30-60 days behind plan)

•

Cost:  

Low  

Low  

(fully funded, <5% variance from plan)

•

Performance: 

High  

High  

(1 high risk item w/o mitigation 

strategy)

•

Dependencies: 

Describe dependencies

(where appropriate, list mitigation statements as an 

attachment)

Tier

: 2 

Classification

: Enterprise

Transition Plan State

Legacy not part of Obj Arch/Interim  

Event

: Obligation of Funds

Acq

:  ACAT3 

Joint Initiative

:  No 

Portfolio/Bundle:  Target Approval Date

:  Dec 16, 2005

Component:  

DFAS

Component PCA

:  Identify PCA Organization

Lead IRB

:

Partner IRB(s)

:

Description:  

Provides a summary description of the business system and the modernization initiative/ enhancement including justification 

Essentiality and any adverse effects should system modernization not be approved: 

Operational Activities:

Expected Outcomes:



Service Level _  



Cost  _  



Cycle Time  _  



Asset Util _ 



Horizontal Integration _ 



Fin Accountability _ 



Bus Alignment to Warfighter _

Systems Eliminated:

Identify System to be eliminated and their sunset dates.

Investment & Return

ROI:  

1.0

Breakeven:  

1.1 yr     

NPV:  

$500K

Key Milestones FY05 FY06 FY07 FY08

Initial Design

Phase I

IOC

FOC

Milestones of Modernization

Total Modernization Funding Sunk FY 05 FY 06 FY 07 FY 08 FY 09 FY 10 ETC

Investment/Dev-Mod $0.4 $0.0 $0.0 $0.0 $0.0 $0.0 $0.0 $0.4

Operations & Maintenance $0.1 $0.1 $0.1 $0.1 $0.1 $0.1 $0.0 $0.6

Total $0.5 $0.5 $0.5 $0.5 $0.5 $0.5 $0.5 $1.0




[image: image3.emf]Unresolved architecture issues will result in 

system performance issues 

No Resolution Plan 

in place for Critical 

Architecture Issues 

Critical 

Architecture issues 

identified / 

Resolution Plan in 

place. 

No critical  issues 

have been identified.  

System Architecture

Performance Risk

Schedule Risk

Recognized *APB Thresholds

Milestone/Schedule 

Slip > 90 Days

Milestone/Schedule 

Slip 30-90 Days

Milestone/Schedule 

Slip < 30 Days

Schedule Performance, Key Milestone

Implies that Key Milestones will be slipped 

or functionality delayed if full funding is 

not available according to 

requirements/plan.  

POM Budget > 10% 

difference from 

Estimated 

Requirements any 

given year

POM Budget within 

10% of Estimated 

Requirements any 

given year

POM Budget within 

5% of Estimated 

Requirements any 

given year

Program By Year

Cost Risk

Rationale Red Yellow Green

Derived from Risk Management 

Methodology.  If Risk Management Plan is 

not in place or no evidence that it is being 

followed, then RED

Recognized *APB Thresholds

One or More High 

Risk Items w/o a 

defined Mitigation 

Strategy/Plan or 

evidence that Risk 

Management process 

is not effective

One or More 

Medium Risk Items 

w/o Mitigation 

Strategy/Plan, 

All Medium / High 

Risk Items have 

mitigation strategies

Risk Management

>10% from Program 

Cost

Within 10% of 

Program Cost

Within 5% of 

Program Cost

Program Costs (Baseline Vs. Actual)

Risk Definitions

Cost/Schedule/Performance Risk

*APB = Acquisition Program Baseline



Attachment D

Defense Business Systems Investment Summary

Attachment E

Business Management Modernization Program (BMMP)

Investment Review Board Portal User Manual 

For Components
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Defense Business Systems Certification Dashboard

Business System Name (SystemAcronym_ID#)

Template Example

Risks & Mitigation

		  Schedule:  Medium   (30-60 days behind plan)

		  Cost:  Low   (fully funded, <5% variance from plan)

		  Performance: High  (1 high risk item w/o mitigation strategy)

		  Dependencies: Describe dependencies





(where appropriate, list mitigation statements as an attachment)

Tier: 2 		Classification: Enterprise	Transition Plan State Legacy not part of Obj Arch/Interim  Event: Obligation of Funds

Acq:  ACAT3 		Joint Initiative:  No 	Portfolio/Bundle: 		Target Approval Date:  Dec 16, 2005

Component:  DFAS	Component PCA:  Identify PCA Organization	Lead IRB:	     Partner IRB(s):

Description:  Provides a summary description of the business system and the modernization initiative/ enhancement including justification 







Essentiality and any adverse effects should system modernization not be approved: 





Operational Activities:







Expected Outcomes:   



Service Level _  Cost  _  Cycle Time  _  Asset Util  _ Horizontal Integration _ Fin Accountability _ Bus Alignment to Warfighter _



Systems Eliminated:  Identify System to be eliminated and their sunset dates.

	

Investment & Return

    ROI:  1.0                     Breakeven:  1.1 yr     	     NPV:  $500K













Milestones of Modernization

  

















Sheet1


			Key Milestones			FY05			FY06			FY07			FY08


			Initial Design


			Phase I


			IOC


			FOC












Risk Definitions

 Cost/Schedule/Performance Risk

*APB = Acquisition Program Baseline

		Green		Yellow		Red		Rationale

		Cost Risk

		Program Costs (Baseline Vs. Actual)		Within 5% of Program Cost		Within 10% of Program Cost		>10% from Program Cost		Recognized *APB Thresholds

		Program By Year		POM Budget within 5% of Estimated Requirements any given year		POM Budget within 10% of Estimated Requirements any given year		POM Budget > 10% difference from Estimated Requirements any given year		Implies that Key Milestones will be slipped or functionality delayed if full funding is not available according to requirements/plan.  

		Schedule Risk

		Schedule Performance, Key Milestone		Milestone/Schedule Slip < 30 Days		Milestone/Schedule Slip 30-90 Days		Milestone/Schedule Slip > 90 Days		Recognized *APB Thresholds

		Performance Risk

		System Architecture		No critical  issues have been identified.  		Critical Architecture issues identified / Resolution Plan in place. 		No Resolution Plan in place for Critical Architecture Issues 		Unresolved architecture issues will result in system performance issues 

		Risk Management		All Medium / High Risk Items have mitigation strategies		One or More Medium Risk Items w/o Mitigation Strategy/Plan, 		One or More High Risk Items w/o a defined Mitigation Strategy/Plan or evidence that Risk Management process is not effective		Derived from Risk Management Methodology.  If Risk Management Plan is not in place or no evidence that it is being followed, then RED





























































































Total Modernization Funding


Sunk


FY 05


FY 06


FY 07


FY 08


FY 09


FY 10


ETC


Investment/Dev-Mod


$0.4


$0.0


$0.0


$0.0


$0.0


$0.0


$0.0


$0.4


Operations & Maintenance


$0.1


$0.1


$0.1


$0.1


$0.1


$0.1


$0.0


$0.6


Total


$0.5


$0.5


$0.5


$0.5


$0.5


$0.5


$0.5


$1.0


Key Milestones FY05 FY06 FY07 FY08


Initial Design


Phase I


IOC


FOC





_1182777215.ppt


Risk Definitions

 Cost/Schedule/Performance Risk

*APB = Acquisition Program Baseline

		Green		Yellow		Red		Rationale

		Cost Risk

		Program Costs (Baseline Vs. Actual)		Within 5% of Program Cost		Within 10% of Program Cost		>10% from Program Cost		Recognized *APB Thresholds

		Program By Year		POM Budget within 5% of Estimated Requirements any given year		POM Budget within 10% of Estimated Requirements any given year		POM Budget > 10% difference from Estimated Requirements any given year		Implies that Key Milestones will be slipped or functionality delayed if full funding is not available according to requirements/plan.  

		Schedule Risk

		Schedule Performance, Key Milestone		Milestone/Schedule Slip < 30 Days		Milestone/Schedule Slip 30-90 Days		Milestone/Schedule Slip > 90 Days		Recognized *APB Thresholds

		Performance Risk

		System Architecture		No critical  issues have been identified.  		Critical Architecture issues identified / Resolution Plan in place. 		No Resolution Plan in place for Critical Architecture Issues 		Unresolved architecture issues will result in system performance issues 

		Risk Management		All Medium / High Risk Items have mitigation strategies		One or More Medium Risk Items w/o Mitigation Strategy/Plan, 		One or More High Risk Items w/o a defined Mitigation Strategy/Plan or evidence that Risk Management process is not effective		Derived from Risk Management Methodology.  If Risk Management Plan is not in place or no evidence that it is being followed, then RED
































































































