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System Design Specification Guidebook Appendix D – Land Systems


System Design Specification Appendix D – Land Systems
Background:  “The Marine Corps task-organizes for operations consistent with its statutory tasking to ‘…provide forces of combined arms, including aviation…’ by forming Marine Air Ground Task Force (MAGTF).  The MAGTF is a balanced, air-ground combined arms task organization of Marine Corps forces under a single commander, structured to accomplish a specific mission.  It is the Marine Corps’ principle organization for all missions across the range of military operations.  It is designed to fight, while having the ability to prevent conflicts and control crises.  All MAGTFs are task-organized and vary in size and capability according to the assigned mission, threat, and battlespace environment… They are specifically tailored for rapid deployment by air or sea and ideally suited for a forward presence role…All MAGTFs are expeditionary by design and composed of four core elements: a command element, ground combat element, aviation combat element, and a combat service support element.”


The systems which support the Marine warfighter must enable the task organization (from a systems perspective) that is required routinely of our operational forces.  Therefore, the interfaces, interoperability, and operability of United States Marine Corps (USMC) systems are critical to effectual support for the warfighter.
Intent:  The intent of the System Design Specification (SDS) Guidebook and Appendix D – Land Systems for the Marine Corps is to define the system under consideration for development and acquisition in sufficient detail to inform senior leadership of any significant risks and provide industry with more system design definition earlier in the acquisition process.  Critical to meeting this intent is the definition of system interfaces (internal and external) and preferred solutions (i.e. weapons mount for crew served weapon on a wheeled vehicle).
Marine Corps Process:  The process that the Marine Corps will follow is depicted below in Figure 1. Figure 2 depicts a general Marine Corps Systems specification tree.
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Figure 1: Marine Corps System Engineering Timeline
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Figure 2: Marine Corps System Specification Tree
Applicability:  The SDS Guidebook and Appendix D – Land Systems shall be used for all Marine Corps Acquisition Category (ACAT) I and II systems in development of SDS requirements in order to provide clarity of purpose through design and engineering detail to senior leadership and industry.  


ACAT I and II programs within the Marine Corps typically are categorized into one of the following:
· Vehicles (excludes aircraft or air vehicles)
· Weapons System

· Command and Control (Command, Control, Communications, Computer, Intelligence, Surveillance and Reconnaissance) (C4ISR)
· Business

· Sensors

· Intelligence

The Marine Corps acquires aircraft through Naval Air Systems Command and will therefore follow the SDS Guidebook Appendix B - NAVAIRSYSCOM guidance for Marine Corps Aircraft.
Land Systems:
1. Scope

1.1. Introduction
2. Operational Requirements 

2.1. Missions

2.2. Threat

2.3. Environment

2.4. Requirements
2.4.1. Performance Requirements

2.4.1.1. Derivation of Performance Requirements from Concept of Operations (CONOPS) and Capabilities Development Document (CDD)

2.4.1.1.1. KPPs 

2.4.1.1.2. KSAs

2.4.1.1.3. Additional / Derived Attributes

2.4.2. Capabilities
2.4.2.1. Derivation of Functional Requirements from Concept of Operations (CONOPS) and Capabilities Development Document (CDD)

2.4.2.1.1. KPPs 

2.4.2.1.2. KSAs

2.4.2.1.3. Additional / Derived Attributes
3. Reference Documents – provide an itemized list of specifications developed during the Systems Engineering process.  A specification tree is included above.

3.1.1.1. System Specification Document - The Functional Baseline is documented in the System/Subsystem Spec. The System/Subsystem Specification specifies the requirements for a system or subsystem and the methods to be used to ensure that each requirement has been met.  Requirements pertaining to the system or subsystem's external interfaces may be presented in the SSS or in one or more Interface Requirements Specifications (IRSs) All functional requirements shall be traceable to higher-level capabilities and shall be verifiable by a specific test method. All elements of the SSS will be reviewed at the SRR and the follow-on SFR. A template for the SSS can be found in the DI-IPSC-81431A.

3.1.1.2. System/Subsystem Design Document - The SSDDs (DI-IPSC-81432) can be used as a guide to SSDD development. Requirements pertaining to the system or subsystem's external interfaces may be presented in the SSDD or in one or more IRSs referenced from the SSDD. The SSDD, possibly supplemented by IRS and IDD is used as the basis for design and qualification testing of a system or subsystem.
3.1.1.3. Item Detail Specifications (Product Specification, Process Specification, Material Specification) – Uses the same System/Subsystem Specification (DI-IPSC-81431A) as 3.1.1.1 but provides a lower level of requirements detail.
3.1.1.4. Interface Requirements Document - The IRD (DI-IPSC-81434) specifies the requirements imposed on one or more systems, subsystems, HWCIs, CSCIs, manual operations, or other system components to achieve one or more interfaces among these entities. An IRD can cover any number of interfaces. The IRD can be used to supplement the SSDD and SRS as the basis for design and qualification testing of systems and CSCI’s.

3.1.1.5. Interface Control Document (DI-CMAN-81248A) -  A document that establishes and defines the detailed interface definition between the interface owners of two or more end products of two or more systems, or end products within the same system. The ICD is a tool used to control the defined interface.  The ICD can be used to supplement the SSDD and SRS as the basis for design and qualification testing of systems and CSCI’s.
3.1.1.6. Interface Design Document - The IDD (DI-IPSC-81436) describes the interface characteristics of one or more systems, subsystems, HWCIs, CSCIs, manual operations, or other system components. An IDD may also describe any number of interfaces. The IDD can be used to supplement the System/Subsystem Design Description (SSDD)(DI-IPSC-81432) or Software Design Description (SDD) (DI-IPSC-81435). The IDD and its companion IRS serve to communicate and control interface design decisions.

3.1.1.7. Software Requirements Specifications – The SRS (DI-IPSC-81433) specifies the requirements for a Computer Software CSCI and the methods to be used to ensure that each requirement has been met. Requirements pertaining to the CSCI external interfaces may be presented in the SRS or in one or more Interface IRS referenced from the SRS. The SRS, possibly supplemented by the IRS, is used as the basis for design and qualification testing of a CSCI.

4. Design Criteria

4.1. Standards and Practices – describe the applicability of each of the following directives/ instructions/ practices etc on your program.  It is not expected that every program will have a component that addresses each standard and practice – the list should be tailored to those standards that are applicable to the system being described.  If you have tailored a particular standard or specification, annotate why that was done and the expected result.

4.1.1. MIL SPEC / MIL STDs

4.1.2. Operational Instructions

4.1.3. SYSCOM Instructions

4.1.4. Design Standards 
4.1.5. Commercial Standards
4.1.6. Information Assurance
4.1.7. Transportability

4.1.8. Total Force Structure Considerations

4.1.9. Naval Integration
4.1.10. Naval Enterprise Architecture Standards

4.1.11. Open System Architecture Standards (all SDS systems are required to perform an open architecture self-assessment [tool provided at https://acc.dau.mil/oa] and document the results, further OA guidance is contained in Appendices C & E)
4.1.12. System Software Safety Technical Review Panel (SSTRP) Guidance

4.1.13. Weapon Systems Explosive Safety Review Board (WSESRB) Guidance

4.1.14. Wartime Reserve Mode Requirements

4.1.15. NSS Supportability – Bandwidth / Quality of Service Requirements

4.2. Statutory and Regulatory Requirements – This paragraph should describe the statutory and regulatory requirements that apply to the program and the plan for achieving these requirements including the applicable approving authority.  Additional information is specified in DoDI 5000.2, Enclosure 3.

5. Requirements - This section shall be divided into the following paragraphs to specify the system requirements, that is, those characteristics of the system that are conditions for its acceptance. Each requirement shall be assigned a project-unique identifier to support testing and traceability and shall be stated in such a way that an objective test can be defined for it.  Each requirement shall be annotated with associated qualification method(s) (see Section 7) and, for subsystems, traceability to system requirements (see Section 6.7), if not provided in those sections. The degree of detail to be provided shall be guided by the following rule: Include those characteristics of the system that are conditions for system acceptance; defer to design descriptions those characteristics that the acquirer is willing to leave up to the developer. If there are no requirements in a given paragraph, the paragraph shall so state. If a given requirement fits into more than one paragraph, it may be stated once and referenced from the other paragraphs.
5.1. Required states and modes - If the system is required to operate in more than one state or mode having requirements distinct from other states or modes, this paragraph shall identify and define each state and mode. Examples of states and modes include: idle, ready, active, post-use analysis, training, degraded, emergency, back-up, wartime, peacetime. The distinction between states and modes is arbitrary. A system may be described in terms of states only, modes only, states within modes, modes within states, or any other scheme that is useful. If no states or modes are required, this paragraph shall so state, without the need to create artificial distinctions. If states and/or modes are required, each requirement or group of requirements in this specification shall be correlated to the states and modes. The correlation may be indicated by a table or other method in this paragraph, in an appendix referenced from this paragraph, or by annotation of the requirements in the paragraphs where they appear.
5.2. System capability requirements - This paragraph shall be divided into subparagraphs to itemize the requirements associated with each capability of the system. A "capability" is defined as a group of related requirements. The word "capability" may be replaced with "function," "subject," "object," or other term useful for presenting the requirements.
5.2.1. Logistics – This section should include performance requirements to support logistical operations throughout the MAGTF.  The requirements should include planning and execution of the six functions of Marine Corps logistics (supply, maintenance, transport, health services, general engineering and other services).  

5.2.2. Fires - This section should include hard-kill and soft-kill performance requirements against targets in various environmental and jamming conditions.  The requirements should include planning, sensing, control and engagement capabilities.  The performance requirements should cover detection ranges, number and types of tracks, reaction time, coverage, firepower, simultaneous engagements, probability of kill, system availability etc.

5.2.3. Maneuver - This section should include mobility and performance considerations in various terrain and environmental conditions.  The requirements should include speed, maneuverability, payload capacity and armament (if any). 

5.2.4. MAGTF Command and Control - This section should include the systems performance regarding planning, command and control and communications for commanders at all levels of the MAGTF (Force, MEF, MEB, MEU) and/or supporting establishment (reach back/reach forward).
5.2.5. Intelligence - This section should include requirements that enable intelligence operations in various environmental and jamming conditions.  The requirements should include planning, sensing and analysis capabilities.  The performance requirements should cover detection ranges, number and types of tracks, reaction time, coverage, system availability etc.

5.2.6. Force Protection - This section should include active and passive measures employed to protect the Force in various environmental and jamming conditions.  The requirements should include planning, sensing, control and engagement capabilities.  The performance requirements should cover detection ranges, number and types of tracks, reaction time, coverage, survivability, firepower, simultaneous engagements, probability of kill, system availability etc.

5.3. System external interface requirements - This paragraph shall be divided into subparagraphs to specify the requirements, if any, for the system’s external interfaces. This paragraph may reference one or more Interface Requirements Specifications (IRSs) or other documents containing these requirements.
5.3.1. Interface identification and diagrams. This paragraph shall identify the required external interfaces of the system. The identification of each interface shall include a project-unique identifier and shall designate the interfacing entities (systems, configuration items, users, etc.) by name, number, version, and documentation references, as applicable. The identification shall state which entities have fixed interface characteristics (and therefore impose interface requirements on interfacing entities) and which are being developed or modified (thus having interface requirements imposed on them). One or more interface diagrams shall be provided to depict the interfaces.
5.3.2. (Project-unique identifier of interface). This paragraph (beginning with 5.3.2) shall identify a system external interface by project-unique identifier, shall briefly identify the interfacing entities, and shall be divided into subparagraphs as needed to state the requirements imposed on the system to achieve the interface. Interface characteristics of the other entities involved in the interface shall be stated as assumptions or as "When [the entity not covered] does this, the system shall...," not as requirements on the other entities. This paragraph may reference other documents (such as data dictionaries, standards for communication protocols, and standards for user interfaces) in place of stating the information here. The requirements shall include the following, as applicable, presented in any order suited to the requirements, and shall note any differences in these characteristics from the point of view of the interfacing entities (such as different expectations about the size, frequency, or other characteristics of data elements).

5.4. System internal interface requirements. This paragraph shall specify the requirements, if any, imposed on interfaces internal to the system. If all internal interfaces are left to the design or to requirement specifications for system components, this fact shall be so stated. If such requirements are to be imposed, paragraph 5.3 provides a list of topics to be considered.
5.5. System internal data requirements. This paragraph shall specify the requirements, if any, imposed on data internal to the system. Included shall be requirements, if any, on databases and data files to be included in the system.
5.6. Adaptation requirements. This paragraph shall specify the requirements, if any, concerning installation-dependent data that the system is required to provide (such as site dependent latitude and longitude or site-dependent state tax codes) and operational parameters that the system is required to use that may vary according to operational needs (such as parameters indicating operation-dependent targeting constants or data recording).
5.7. Safety requirements. This paragraph shall specify the system requirements, if any, concerned with preventing or minimizing unintended hazards to personnel, property, and the physical environment. Examples include restricting the use of dangerous materials; classifying explosives for purposes of shipping, handling, and storing; abort/escape provisions from enclosures; gas detection and warning devices; grounding of electrical systems; decontamination; and explosion proofing. This paragraph shall include the system requirements, if any, for nuclear components, including, as applicable, requirements for component design, prevention of inadvertent detonation, and compliance with nuclear safety rules.
5.8. Security and privacy requirements. This paragraph shall specify the system requirements, if any, concerned with maintaining security and privacy. The requirements shall include, as applicable, the security/privacy environment in which the system must operate, the type and degree of security or privacy to be provided, the security/privacy risks the system must withstand, required safeguards to reduce those risks, the security/privacy policy that must be met, the security/privacy accountability the system must provide, and the criteria that must be met for security/privacy certification/accreditation.
5.9. System environment requirements. This paragraph shall specify the requirements, if any, regarding the environment in which the system must operate. Examples for a software system are the computer hardware and operating system on which the software must run. (Additional requirements concerning computer resources are given in the next paragraph). Examples for a hardware-software system include the environmental conditions that the system must withstand during transportation, storage, and operation, such as conditions in the natural environment (wind, rain, temperature, geographic location), the induced environment (motion, shock, noise, electromagnetic radiation), and environments due to enemy action (explosions, radiation).
5.10. Computer resource requirements. This paragraph shall be divided into the following subparagraphs. Depending upon the nature of the system, the computer resources covered in these subparagraphs may constitute the environment of the system (as for a software system) or components of the system (as for a hardware-software system).
5.10.1. Computer hardware requirements. This paragraph shall specify the requirements, if any, regarding computer hardware that must be used by, or incorporated into, the system. The requirements shall include, as applicable, number of each type of equipment, type, size, capacity, and other required characteristics of processors, memory, input/output devices, auxiliary storage, communications/network equipment, and other required equipment.
5.10.2. Computer hardware resource utilization requirements. This paragraph shall specify the requirements, if any, on the system’s computer hardware resource utilization, such as maximum allowable use of processor capacity, memory capacity, input/output device capacity, auxiliary storage device capacity, and communications/network equipment capacity. The requirements (stated, for example, as percentages of the capacity of each computer hardware resource) shall include the conditions, if any, under which the resource utilization is to be measured.
5.10.3. Computer software requirements. This paragraph shall specify the requirements, if any, regarding computer software that must be used by, or incorporated into, the system. Examples include operating systems, database management systems, communications/network software, utility software, input and equipment simulators, test software, and manufacturing software.  The correct nomenclature, version, and documentation references of each such software item shall be provided.
5.10.4. Computer communications requirements. This paragraph shall specify the additional requirements, if any, concerning the computer communications that must be used by, or incorporated into, the system. Examples include geographic locations to be linked; configuration and network topology; transmission techniques; data transfer rates; gateways; required system use times; type and volume of data to be transmitted/received; time boundaries for transmission/reception/response; peak volumes of data; and diagnostic features.
5.11. System quality factors. This paragraph shall specify the requirements, if any, pertaining to system quality factors. Examples include quantitative requirements concerning system functionality (the ability to perform all required functions), reliability (the ability to perform with correct, consistent results -- such as mean time between failure for equipment), maintainability (the ability to be easily serviced, repaired, or corrected), availability (the ability to be accessed and operated when needed), flexibility (the ability to be easily adapted to changing requirements), portability of software (the ability to be easily modified for a new environment), reusability (the ability to be used in multiple applications), testability (the ability to be easily and thoroughly tested), usability (the ability to be easily learned and used), and other attributes.
5.12. Design and construction constraints. This paragraph shall specify the requirements, if any, that constrain the design and construction of the system. For hardware-software systems, this paragraph shall include the physical requirements imposed on the system. These requirements may be specified by reference to appropriate commercial or military standards and specifications.
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5.13. Personnel-related requirements. This paragraph shall specify the system requirements, if any, included to accommodate the number, skill levels, duty cycles, training needs, or other information about the personnel who will use or support the system. Examples include requirements for the number of work stations to be provided and for built-in help and training features. Also included shall be the human factors engineering requirements, if any, imposed on the system. These requirements shall include, as applicable, considerations for the capabilities and limitations of humans, foreseeable human errors under both normal and extreme conditions, and specific areas where the effects of human error would be particularly serious.  Examples include requirements for adjustable-height work stations, color and duration of error messages, physical placement of critical indicators or buttons, and use of auditory signals.
5.14. Training-related requirements. This paragraph shall specify the system requirements, if any, pertaining to training. Examples include training devices and training materials to be included in the system.
5.15. Logistics-related requirements. This paragraph shall specify the system requirements, if any, concerned with logistics considerations. These considerations may include: system maintenance, software support, system transportation modes, supply-system requirements, impact on existing facilities, and impact on existing equipment.
5.16. Other requirements. This paragraph shall specify additional system requirements, if any, not covered in the previous paragraphs. Examples include requirements for system documentation, such as specifications, drawings, technical manuals, test plans and procedures, and installation instruction data, if not covered in other contractual documents.
5.17. Packaging requirements. This section shall specify the requirements, if any, for packaging, labeling, and handling the system and its components for delivery. Applicable military specifications and standards may be referenced if appropriate.
5.18. Precedence and criticality of requirements. This paragraph shall specify, if applicable, the order of precedence, criticality, or assigned weights indicating the relative importance of the requirements in this specification. Examples include identifying those requirements deemed critical to safety, to security, or to privacy for purposes of singling them out for special treatment.  If all requirements have equal weight, this paragraph shall so state.
6. System Design

6.1. System Components – High-level diagram and description of the segments, elements, and components of the system/family of systems/system of systems.  A diagram should be included.
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6.2  Appendix D - Vehicles (Platforms) Section 
6.2.1  Platform Performance


6.2.1.1
Mobility

    6.2.1.1.1  Speed

    
6.2.1.1.1.1  Maximum 

     
6.2.1.1.1.2  Sustained


    6.2.1.1.2  Endurance

 
6.2.1.1.2.1  Maximum Range


6.2.1.1.2.2  Range at Speed table


6.2.1.1.2.3  Fuel Capacities


    6.2.1.1.3  Maneuverability


6.2.1.1.3.1  Turn Radius


6.2.1.1.3.2  Stopping Distance

6.2.1.2  Subsystems

     6.2.1.2.1  Engine


     6.2.1.2.2  Power Train and Suspension

    
     6.2.1.2.3  Electrical


     6.2.1.2.4  Communication


     6.2.1.2.5  Navigation


     6.2.1.2.6  Vision and Sighting


     6.2.1.2.7  Fire protection


6.2.1.3  Amphibious loadout (fits on which class of ships and where)


6.2.1.4
Aircraft loadout (can be carried by which aircraft and any special    



considerations for A/C loadout)

6.2.1.5 
Force Protection Requirements

6.2.1.6  Protection Against CBR Weapon Effects

6.3 Certification Matrix – matrix to show the derivation of requirements and how you are meeting them – include standards / references that get invoked

6.4 Platform Characteristics – length, width, height, wheel base (artist rendering or drawing of platform will usually suffice)

6.4.1 Overview of Platform Capabilities and Equipments 

6.4.2 Distributed System Block Diagrams showing system interfaces

6.5 Major System /Equipment Selections – indicate which equipments are dependent upon developmental programs and who is responsible for the development;  list GFE, list CFE

6.6 Platform Capacity

6.6.1 Personnel

6.6.1.1 Crew accommodations

6.6.1.2 Detachment/Passenger accommodations and protection

6.6.2 Cargo / Payload

6.6.2.1 Volume

6.6.2.2 Weight

6.6.2.3 Environmental considerations

6.6.3 Fuel

6.6.3.1  Types of fuel (i.e. DFM, JP5, etc.)

6.6.3.2  Replenish capability (interface to current refuel vehicles?)

6.7 Armaments 

6.7.1 Armament, General

6.7.2 Guns 

6.7.2.1 size / type / firing rate / ammunition capacity

6.7.2.2 loading / handling system

6.7.2.3 certification requirements

6.7.3 Small arms

6.7.3.1 size / type /ammunition capacity

6.7.3.2 stowage systems

6.8 Command, Control, Computers, Communications and Intelligence Systems – describe the C4I capabilities and the systems chosen to support these capabilities.  Identify reachback versus onboard capabilities, identify the high level architecture for the C4I system – both internal and external block diagrams.  Include the following where applicable:

6.8.1 Net Centric Operations

6.8.2 Battle Space awareness

6.8.3 Information Operations

6.8.4 Networks

6.8.4.1 integrated versus federated 

6.8.4.2 common computing environment

6.8.4.3 common services

6.8.4.4 software configuration 

6.8.4.4.1 functionality requirements

6.8.4.4.2 new / re-use / modified

6.8.4.4.3 coding protocol

6.8.5 Data Display Group

6.8.6 Data Processing Group

6.8.7 Digital Data Switchboards

6.8.8 Interface Equipment

Appendix D - Weapon Systems Section
The Marine Corps SDS for Weapon Systems will follow the SDS Guidebook, Appendix E: Integrated Warfare, Combat, Weapon Systems (tailored) and shall include the following information:

7.0 Weapons Systems:  
7.1 Description of Launcher/Control Station

7.1.1 Interfaces to weapons system

7.2 Weapons Characteristics
7.2.1 Propulsion/Delivery system

7.2.1.1 Rocket

7.2.1.2 Artillery

7.2.2 Payload (described in general unclassified means)

7.2.2.1 Multiple or single simultaneous

7.2.2.2 Size

7.2.2.3 Weight

7.2.2.4 Composition

7.2.2.5 Penetration capability

7.2.2.6 Fuzing

7.2.2.7 Timing

7.2.2.8 Desired Pk
7.2.3 Environmental considerations (describe for Amphibious, Aircraft and Ground scenarios)

7.2.3.1 EM effects

7.2.3.2 Humidity

7.2.3.3 Packaging

7.2.3.4 Handling

7.2.3.5 Signature

7.2.3.6 Survivability

7.2.3.7 Armoring

7.2.4 Guidance

7.2.4.1 GPS

7.2.4.2 Target acquisition
7.2.4.3 Sense Segment

7.2.4.3.1 Air Search Radar

7.2.4.3.2 Surface Search Radar

7.2.4.3.3 Towed Array

7.2.4.3.4 Fire Control Radar

7.2.4.3.5 Ballistic Missile Defense Radar

7.2.4.3.6 Air and Missile Defense Radar

7.2.4.3.7 ES Systems

7.2.4.3.8 EO/IR Systems

7.2.4.3.9 Identification Systems (IFF, NCTR, etc)

7.2.4.3.10 Off-board Sensors (UAV, etc)

7.2.4.3.11 Sensor Management Element
7.2.4.4 Optical sighting

7.2.4.5 Infrared

7.2.4.6 Other
7.2.5 Software

7.2.5.1 Real-time considerations

7.2.5.2 Languages used

7.2.6 Replenishment

7.2.6.1 Special equipment required for loading/Rearming

7.2.6.2 Special skills required for loading/Rearming
Appendix D - Command and Control Systems Section
Command and Control Systems do not exist on a stand-alone basis.  They are typically part of a Family of Systems or System of Systems.  Therefore, the Marine Corps SDS for Command and Control Systems will follow the SDS Guidebook, Appendix C: C4I (tailored) and shall include the following information:

8.0 Command and Control:
**The intent of this document is to provide system engineering detail required for the integration and interoperability of a Family of Systems (FoS) and/or a System of Systems (SoS).  Ideally, the requirements analysis for this document should be drawn from a Concept of Employment/Operation for the FoS or SoS. 

8.1 FoS/SoS Overview.  This paragraph shall briefly state the purpose of the systems to which this document applies.  It shall describe in a general nature how these systems (FoS/SoS) will meet the Concept of Employment/Operations.  Additionally, it shall describe in a general nature of the systems (FoS or SoS); summarize the individual and collective history of system development, operation, and maintenance; identify the project advocate(s), acquirer(s), user(s), developer(s), and support agencies; identify current and planned operating sites; and list other relevant documents.
8.2 FoS/SoS-wide design decisions.  This section shall be divided into paragraphs as needed to present FoS/SoS-wide design decisions about the systems behavioral design (how it will behave, from a user’s point of view, in meeting its requirements, ignoring internal implementation) and other decisions affecting the selection and design of system interfaces and integration.  If all such decisions are explicit in the requirements or are deferred to the design of system components, this section shall so state.  Design decisions that respond to requirements designated critical, such as those for safety, security, or privacy, shall be placed in separate subparagraphs.  If a design decision depends upon system states or modes, this dependency shall be indicated.  Design conventions needed to understand the design shall be presented or referenced.  Examples of FoS/SoS-wide design decisions are the following:
8.2.1 Design decisions regarding inputs the systems will accept and outputs they will produce, including interfaces with other systems, configuration items, and users.  If part or all of this information is given in the Interface Design Descriptions (IDDs) they may be referenced.
8.2.2 Design decisions on system behavior in response to each input or condition, including the actions the system will perform, response times and other performance characteristics, description of physical systems modeled, selected equations/algorithms/rules, and handling of unallowed inputs or conditions.
8.2.3 Design decisions on how system databases/data files will appear to the user.  If part or all of this information is given in the Database Design Descriptions (DBDD) they may be referenced.
8.2.4 Selected approaches to meeting collective safety, security, and privacy requirements.
8.2.5 If a physical interface is required between the systems in order to achieve integration, describe the design and construction choices for hardware or hardware-software interface, such as physical size, color, shape, weight, materials, and markings.
8.2.6 Other FoS/SoS-wide design decisions made in response to requirements, such as selected approaches to providing required flexibility, availability, and maintainability.
8.3 FoS/SoS design.  This section shall be divided into the following paragraphs to describe the FoS/SoS design.  If part or all of the design depends upon system(s) states or modes, this dependency shall be indicated.  If design information falls into more than one paragraph, it may be presented once and referenced from the other paragraphs.  Design conventions needed to understand the design shall be presented or referenced.
8.4 FoS/SoS integration components.  
8.4.1 Identify the integration components of the FoS/SoS.  Each component shall be assigned a project-unique identifier.
8.4.2 Show the static (such as “consists of”) relationship(s) of the components.  Multiple relationships may be presented, depending on the selected design methodology of the FoS/SoS and individual systems.
8.4.3 State the purpose of each component and identify the system requirements and individual system-wide design decisions allocated to it.

8.4.4 Identify each component’s development status/type, if known (such as new development, existing component to be reused as is, existing design component to be reengineered, component to be developed for reuse, component planned for Build X, etc.)  For existing design or components, the description shall provide identifying information, such as name, version, documentation references, location, etc.

8.4.5 If component is a computer resource state whether this is a shared resource (with other components within the individual system) or dedicated to the FoS/SoS interface/integration.  If it is a shared resource state load factors (other hardware-software subsystems that will utilize this resource) and how this may impact interface-integration at peak through static periods.

8.5 Concept of execution.  This paragraph shall describe the concept of execution among the system components.  It shall include diagrams and descriptions showing the dynamic relationship of the components, that is, how they will interact during FoS/SoS operation, including, as applicable, flow of execution control, data flow, dynamically controlled sequencing, state transition diagrams, timing diagrams, priorities among components, handling of interrupts, timing/sequencing relationships, exception handling, concurrent execution, dynamic allocation/deallocation, dynamic creation/deletion of objects, processes, tasks, and other aspects of dynamic behavior.
8.6 (Project-unique identifier of interface).  This paragraph (beginning with 4.3.2) shall identify an interface by project-unique identifier, shall briefly identify the interfacing entities, and shall be divided into subparagraphs as needed to describe the interface characteristics of all systems required for FoS/SoS functionality.  If a given interfacing entity is not covered by this SDS (for example, an external system) but its interface characteristics need to be mentioned to describe interfacing entities that are, these characteristics shall be stated as assumptions or as “When [the entity not covered] does this, [the entity that is covered] will…”  This paragraph may reference other documents (such as data dictionaries, standards for protocols, and standards for user interfaces) in place of stating the information here.  The design description shall include the following, as applicable, presented in any order suited to the information to be provided, and shall note any differences in these characteristics from the point of view of the interfacing entities (such as different expectations about the size, frequency, or other characteristics of data elements):
8.6.1 Priority assigned to the interface by the interfacing entities.
8.6.2 Type of interface (such as real-time data transfer, storage-and-retrieval of data, etc.) to be implemented.
8.6.3 Characteristics of individual data elements that the interfacing entities will provide, store, send, access, receive, etc., such as:
8.6.3.1 Names/identifiers
8.6.3.2 Project-unique identifier
8.6.3.3 Non-technical (natural-language) name
8.6.3.4 DoD standard data element name
8.6.3.5 Technical name (e.g., variable or field name in code or database)
8.6.3.6 Abbreviation or synonymous names
8.6.4 Data type (alphanumeric, integer, etc.)
8.6.5 Size and format (such as length and punctuation of a character string)
8.6.6 Units of measurement (such as meters, dollars, nanoseconds)

8.6.7 Range or enumeration of possible values (such as 0-99)
8.6.8 Accuracy (how correct) and precision (number of significant digits)
8.6.9 Priority, timing, frequency, volume, sequencing, and other constraints, such as whether the data element(s) may be updated and whether business rules apply
8.6.10 Security and privacy constraints
8.6.11 Sources (setting/sending entities) and recipients (using/receiving entities)
8.7 Characteristics of data element assemblies (records, messages, files, arrays, displays, reports, etc.) that the interfacing entities will provide, store, send, access, receive, etc., such as:
8.7.1 Names/identifiers
8.7.2 Project-unique identifier
8.7.3 Non-technical (natural-language) name
8.7.4 DoD standard data element name
8.7.5 Technical name (e.g., variable or field name in code or database)
8.7.6 Abbreviation or synonymous names
8.7.6.1 Data elements in the assembly and their structure (number, order, grouping)
8.7.6.2 Storage medium (such as disk) and structure of data elements/assemblies on the medium
8.7.6.3 Visual and auditory characteristics of displays and other outputs (such as colors, layouts, fonts, icons, beeps, lights, and other display elements)
8.7.6.4 Relationships among assemblies, such as sorting/access characteristics
8.7.6.5 Priority, timing, frequency, volume, sequencing, and other constraints, such as whether the assembly may be updated and whether business rules apply
8.7.6.6 Security and privacy constraints
8.7.6.7 Sources (setting/sending entities) and recipients (using/receiving entities)
8.7.7 Characteristics of communication methods that the interfacing entities will use for the interface, such as:
8.7.7.1 Project-unique identifier(s)
8.7.7.2 Communication links/bands/frequencies/media and their characteristics
8.7.7.3 Message formatting
8.7.7.4 Flow control (such as sequence numbering and buffer allocation)
8.7.7.5 Data transfer rate, whether periodic/aperiodic, and interval between transfers
8.7.7.6 Routing, addressing, and naming conventions
8.7.7.7 Transmission services, including priority and grade
8.7.7.8 Safety/security/privacy considerations, such as encryption, user authentication, compartmentalization, and auditing
8.7.8 Characteristics of protocols that the interfacing entities will use for the interface, such as:
8.7.8.1 Project-unique identifier(s)
8.7.8.2 Priority/layer of the protocol
8.7.8.3 Packeting, including fragmentation and reassembly, routing, and addressing
8.7.8.4 Legality checks, error control, and recovery procedure.

8.7.8.5 Synchronization, including connection establishment, maintenance, termination

8.7.8.6 Status, identification, and any other reporting features
8.7.9 Other characteristics, such as physical compatibility of the interfacing entities (dimensions, tolerances, loads, voltages, plug compatibility, etc.)
8.8 Notes.  This section shall contain any general information that aids in understanding this document (e.g. background information, glossary, rationale).  This section shall contain an alphabetical listing of all acronyms, abbreviations, and their meanings as used in this document and a list of any terms and definitions needed to understand this document.
8.9 Appendices.  Additional appendices may be used to provide information published separately for convenience in document maintenance (e.g. charts, classified data).  As applicable, each appendix shall be referenced in the main body of the document where the data would normally have been provided.  Appendices may be bound as separate documents for ease in handling.  Appendices shall be lettered alphabetically (A, B, etc.).
9.0 Requirements traceability Matrix – Summary matrix of the traceability from each subsystem (sections 6, 7, 8) to the system requirements it addresses (sections 5).
10.0 Qualification provisions. This section shall define a set of qualification methods and shall specify for each requirement in Section 5 the method(s) to be used to ensure that the requirement has been met. A table may be used to present this information, or each requirement in Section 5 may be annotated with the method(s) to be used.

11.0 Land Systems Producibility

11.1.1 Parts / Components Strategy

11.1.1.1 Commonality of parts / subsystems

11.1.1.2 Advanced Material Purchases

11.1.1.3 Unique and Long lead Resources (castings / materials / etc

11.1.1.4  Standard index / Restrictions

11.1.1.5 Quantity Buy

11.1.1.6 Strategic Sourcing

11.1.1.7 Equipment Management

11.1.1.8 Commodity Management

11.1.1.9 In-Service Support

11.1.1.10  PBL / ISEA decisions

11.1.2 Product Data Environment

11.1.2.1 CAD

11.1.2.2 CAM

11.1.2.3 Data Management

11.1.2.4  Selected Record Drawing Index

11.1.2.5  Simulations

11.1.2.6 Archiving Data

11.1.2.7 Data Standards

11.1.2.8 drawing / data extraction

11.1.2.9 protocols / controls / permissions

11.1.3 Make / Buy Decisions 

11.1.4 Design Build Strategy / Methodology

11.1.4.1 Modularity

11.1.4.1.1 construction

11.1.4.1.2 mission systems

11.1.4.1.3 electronics

11.1.5 Construction / Assembly

11.1.5.1 Strategy

11.1.5.1.1  “green field” / modify / use existing plant

11.1.5.2 Construct Build Sequencing

11.1.5.2.1 facility requirements 

11.1.5.2.1.1 Special Jigs and Fixtures

11.1.5.2.1.2 Special Plant Equipment

11.1.5.3 Process Flow and integration

11.1.5.3.1 configuration control

11.1.5.3.2 information flow 

11.1.5.3.3 Assembly lines 

11.1.5.4 Workforce 

11.1.5.4.1 Skill level

11.1.5.4.2 Numbers (include age demographics by skill)

11.1.5.4.3 phasing of skills over time

11.1.5.4.4 special training programs

11.1.6 Government Furnished Property (GFP) Listing

11.1.7 Quality Assurance and Certification Strategy 

11.1.7.1.1 Contractor

11.1.7.1.2 Regulatory / Statutory 

11.1.7.1.3 by instruction

11.1.7.1.4 Government
12.0 Land Systems Human System Integration

12.1 Manning and manpower assumptions
12.1.1 Operator Organization
12.2 Manning Analysis

12.3 Crewing methodology

12.3.1 rotational crews, etc

12.4 Crew workload analysis by operation mode

12.5 Training 

12.5.1 off-board

12.5.2 on-board

12.5.3 training status of arriving crewman

12.6 Effect of New Design Systems / Equipment

12.6.1 Human System interface requirements

12.6.1.1 maintenance

12.6.1.2 accessibility of equipments
13.0 Land System Supportability

13.1.1 Operational Logistics

13.1.1.1 General Concepts

13.1.1.2 Maintenance Concepts and Operating Cycle

13.1.1.3 Equipment Selection Policy

13.1.1.4 Maintenance Policy

13.1.1.5 Arrangement and Accessibility Policy

13.1.1.6 Detachments Support Policy

13.1.2 Integrated Logistics Support

13.1.2.1 Integrated Logistics Support Planning

13.1.2.1.1 Maintenance Planning and Repair

13.1.2.1.2 Support and Test Equipment (S&TE)

13.1.2.1.3 Special Disposal Facilities, Sites and Processes 

13.1.2.1.4 Supply Support

13.1.2.1.5 Technical Data

13.1.2.1.6 Facilities

13.1.2.1.7 Packaging, Handling, Storage, and Transportation

13.1.2.1.8 Manpower and Personnel

13.2 Operability / Maintainability

13.2.1 Deployment Plans

13.2.2  Training Plans

13.2.3  Identify Training Facilities / infrastructure / simulators

13.2.4  Disposal Plans

13.2.5  OPTEMPO plans

13.2.6  Identify Special Storage Facilities and Sites

13.3 Reliability, Maintainability, and Availability
14.0 Risk Areas

14.1 Operational Risk areas (where is system not meeting the operational requirements)

14.1.1 Identify off ramps that offer partial solutions to operational requirements

14.1.2 identify cost and schedule impacts of these alternatives

14.2 Risk Management Plan – demonstrate you have a Risk Management Plan and provide the methodology you have instituted for the Risk Management Plan

14.2.1  Technology Risks

14.2.1.1 Define the risk with respect to chance of occurrence and the consequence if it occurs

14.2.1.2 Identify technology off ramps and impact on performance / cost / schedule

15.0 Cost Analysis

15.1.1 Probabilistic Determinations of Cost

15.1.2 Tradeoff Priorities

15.1.3 CAIV Philosophy

15.1.4 ‘Fenced’ areas

15.1.5 Lifecycle vs. Acquisition Cost priorities

15.1.6 Acquisition Strategy Optimization
Examples include requirements concerning:


Use of a particular system architecture or requirements on the architecture, such as required subsystems; use of standard, military, or existing components; or use of Government/acquirer-furnished property (equipment, information, or software)


Use of particular design or construction standards; use of particular data standards; use of a particular programming language; workmanship requirements and production techniques


Physical characteristics of the system (such as weight limits, dimensional limits, color, protective coatings); interchangeability of parts; ability to be transported from one location to another; ability to be carried or set up by one, or a given number of, persons


Materials that can and cannot be used; requirements on the handling of toxic materials; limits on the electromagnetic radiation that the system is permitted to generate


Use of nameplates, part marking, serial and lot number marking, and other identifying markings


Flexibility and expandability that must be provided to support anticipated 


areas of growth or changes in technology, threat, or mission








The follow paragraph should address:





Identify the component of the system (element hardware configuration items, software configuration items, etc).


Show the static (such as “consists of”) relationship(s) of the components.  Multiple relationships may be presented (using multiple diagrams), depending on the selected design methodology.


State the purpose of each component and identify the system requirements and system-wide design decisions allocated to it.


Identify each component’s develop status/type, if known (such as new development, existing component to be reused as it, existing design or component to be reengineered, component to be developed for reuse, component planned for Build N, etc.)  For existing design components, the description shall be provided identifying information, such as name, version, documentation references, location, etc.


For each computer system or other aggregate of computer hardware resources identified for use in the system, describe its computer hardware resources (such as processors, memory, input/output devices, auxiliary storage, and communications/network equipment).  Each description shall, as applicable, identify the configuration items that will use the resource, describe the allocation of the resource utilization to each configuration item (CSCI) that will use the resource (for example, 20% of the resource’s capacity allocated to CSCI 1, 30% to CSCI 2), describe the conditions under which the utilization will be measured, and describe the characteristics of the resource:


Computer processors


Memory


Input/output devices


Auxiliary storage


Communications/network equipment


Growth and diagnostics capabilities


Present a specification tree for the system/subsystem


A list of Segments/Elements/Components to consider is presented below








Qualification methods may include:





Demonstration: The operation of the system, or a part of the system, that relies on observable functional operation not requiring the use of instrumentation, special test equipment, or subsequent analysis.


Test: The operation of the system, or a part of the system, using instrumentation or other special test equipment to collect data for later analysis.


Analysis: The processing of accumulated data obtained from other qualification methods. Examples are reduction, interpolation, or extrapolation of test results.


Inspection: The visual examination of system components, documentation, etc.


Special qualification methods. Any special qualification methods for the system, such as special tools, techniques, procedures, facilities, acceptance limits, use of standard samples, preproduction or periodic production samples, pilot models, or pilot lots.
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