Note: Users will have view only access to the CDR module if they were approved for access to
“Contracts” or “CDR Reporting” as part of the EDA module. However, users can only process/ create
CDRs if they have at least one active CDR Role.

1) New Users to the WAWF eBusiness Suite
On the Home page, user goes to “Register”
User selects account type and selects “EDA”, clicks “Next”

Registration

Note: A security clearance is NOT required to access any of the applications in the Wide Area Workflow eBusiness Suite.

What type of user are you? *

Government

What applications will you be using? *

[] iRAPT - Inveicing, Receipt, Acceptance, and Property Transfer (Formerly [ W EDA - Electronic Decument Access ]
WAWF) / mylnvoice

[] CORT - Centracting Officer Representative Tracking Tool
[J MRS - Business Intelligence Tool [ 1UID Registry

[] eMIPR - Military Interdepartmental Purchase Request [J NCCS - NISP Contracts Classification System

User enters profile information, supervisor information, and agency information.

In the CDR section, users need to enter the DoDAAC/location and role. Only with an active CDR module
role can users create or process CDRs.

Special Roles *

[] Upload/inactivate Contracts [] Upload Attachments/Admin Docs
[] Upload MIPR [ Upload MIPR Acceptance

[] Upload MIPR Attachment [] Contract Load Notification DoDAACs
[] CDR Reporting [] EDA POC

[J CDR POC [ Audit Reports

[] Site Certification [] EDM Help Desk

Contract Deficiency Reports

Note: This section applies to the new CDR module residing in Wide Area WorkFlow e-Business Suite. CDR roles added here do not affect legacy EDA CDR
access. If you need access to the legacy EDA CDR system, then check the appropriate boxes in the Access To section.

DoDAAC Role Action

— Please Select —[v] Add

Justification Attachments

Note: Comments are permanent and cannot be deleted

1 Symbol indicates situational entry, at least one is required

The supervisor needs to approve the role and the applicable EDA POC (administrator) will activate the
role.

Note: The EDA POC can be located by going on the “User” dropdown on the home page and then “EDA
Point of Contact”



2) Adding the Role to a Current Account
User logs in to WAWF eBusiness Suite
Under the “User” dropdown, select “Add Roles”
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IRAPT

=+ Government User Roles = Admin User Roles

COR Tracking Tool

=+ CORT Role = Admin User Roles

Electronic Document Access

=+ EDARcle

In the Contract Deficiency Reports section, user can enter DoDAAC and Role(s)
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] CDR POC & Audit Reports
Site Certification [] EDM Help Desk

Contract Deficiency Reports

Note: This section applies to the new CDR module residing in Wide Area WorkFlow e-Business Suite. CDR roles added here do not affect legacy EDA CDR
access. If you need access to the legacy EDA CDR system, then check the appropriate boxes in the Access To section.

DoDAAC Role Action

— Please Select —[v| m

DoDAAC Role Status Action

ACO Assignee ACTIVE

The user clicks “Submit”.

The supervisor needs to approve the role and the applicable EDA POC (administrator) will activate the
role.

Note: The EDP POC can be located by going on the “User” dropdown on the home page and then “EDA
Point of Contact”



