Joint Personnel Adjudication System (JPAS) 
Q1:  Why can’t I initiate an investigation on personnel I have “ownership” of in JPAS?  I previously had the capability to perform this function. 
A1:  Check with your Echelon II command to verify whether they have transitioned to Electronic Questionnaires for Investigations Processing (eQIP) Direct/As Designed.  If so, most likely your Echelon II has terminated your “Initiate” capability in JPAS, and is awaiting your completed eQIP training certificates.   Forward your eQIP training certificates to your Echelon II command, so your name can be referred for an Office of Personnel Management (OPM) portal account.  Once your eQIP portal account is established you can initiate investigations via eQIP Direct.  

 Q2:  How do I establish a JPAS account? 
 A2:  To establish a JPAS account, take the following steps:
1. Complete a Systems Access Request (SAR) form. 
2. The SAR form is available at www.dmdc.osd.mil. 
3. Submit the completed SAR via your security chain of command to your    Echelon II.  Refer to the Standard Navy Distribution List (SNDL) available on the Department of the Navy Issuances website at http://doni.daps.dla.mil/sndl.aspx, to determine your security chain of command and Echelon II.
4. The Echelon II will create the account and retains the SAR form until you transfer.

Q3:  How do I obtain a JPAS User’s manual? 
A3:  The “Tutorial,” located in JPAS, is the equivalent of a User’s manual.  Topics can be printed for easy reference.  

Q4.  How do I obtain training for JPAS?
A4.  Training is available through the Defense Security Service, Center for Development of Security Excellence at www.dss.mil.  Once at the site, select “Professional Education,”   “Training,” “Courses by Discipline,” and “Personnel Security,” to find JPAS training.

Q5.  How do I deactivate my Security Management Office (SMO) within JPAS, if our command is being disestablished?
A5.  The Account Manager needs to take the following steps to deactivate the SMO:
1. Empty all personnel from the “Personnel Security Management Net.”
2. Remove all affiliated users from the SMO Account Manager function.  Social Security Numbers are needed to perform this function.
3. Notify their Echelon II to take the final action to deactivate the SMO.



